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Background

In accordance with the NAVSEA Technical Specification 9090-700 Series, paragraph 3.1.1, NAVSEA 04L5 is responsible for maintaining the Ships Configuration and Logistics Support Information System (SCLSIS) process and tools.  SEA 04L5 developed a comprehensive six-step Configuration Management Improvement Program (CMIP), which was briefed at the Fleet Maintenance Executive Steering Committee (FM-ESC).  The CMIP addresses all elements of CM involving ship’s systems, combat systems, and Navy ships.  The major objectives of the CMIP are: Improved CM data integrity and accuracy; benchmarking; consolidating and standardizing CM processes and tools; and developing enhanced CM training.   

One of the tenets of the CMIP is an assessment of CM activities to determine the “as-is” processes being utilized as a basis for future standardization, improvement, and subsequent assessment efforts.  The In-Service Engineering Activity (ISEA) is the technical review authority that receives and/or develops initial engineering and logistics documentation.  The ISEA is involved in all aspects of configuration management.  The ISEA function is performed by government activities with sites often performing their role quite differently.  With the cancellation of Military Standard 973 – Configuration Management, many processes have become less standardized.  A need for establishing, sharing, and implementing best practices, as well as establishing metrics for determining quality and overall performance is recognized. 

Scope and Objective

The scope of the ISEA assessments included interviews with 199 senior management, program/team lead, and working level personnel at nine activities supporting 122 programs.  These activities are responsible for the life-cycle support of those programs as directed by the applicable Program Office.  Appendix A identifies the detailed information for these nine activities.  

The objective of the Assessments was to identify the processes and procedures used by ISEAs in executing their responsibility for CM with regard to ship configuration.  Additionally, the assessment focused on identifying systemic issues affecting the integrity of the ship’s configuration data and best practice candidates to facilitate standardization throughout the CM community.  The assessment reviewed the processes/procedures, tools, and training associated with the following CM areas: Configuration Planning and Management, Configuration Identification, Configuration Change Management, Configuration Status Accounting (CSA), Configuration Verification and Audit, and Configuration Management of Digital Data.  Additionally, data was gathered to support specific Enterprise Resource Planning (ERP) requirements. 

At the conclusion of each assessment, the ISEA being assessed was provided with a preliminary out-brief followed by a subsequent report that provided issues specific to their command.  This report provides the cumulative results of the nine assessments and was briefed to the Technical Director, Naval Surface Warfare Centers, Technical Director Naval Undersea Warfare Centers and all ISEA Logistics Directors prior to being released.
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Results

The following diagram depicts the nominal CM process utilized by all ISEAs.  As the broker of CM information, the ISEA receives data from Original Equipment Manufacturers (OEM), Program Offices, and other Navy activities.  The data is reviewed and validated prior to being transmitted to the applicable Configuration Data Manager.  Engineering Change Proposal review and approval is program specific and performed utilizing applicable program specific software applications.


The following paragraphs breakdown the results of the assessments into the specific CM areas as identified in the Scope and Objectives.    

1. Configuration Management and Planning: 

This assessment area focused on the availability of CM and process documentation at both the overarching and detailed (“how to”) levels.  The interviews also determined the level of familiarity with the reference material and the training received.  

Five of the ISEAs reviewed had an overarching generic activity CM policy.  One activity is developing an activity policy document.  Three activities do not have an activity CM policy document and rely on Program specific guidance.

Employees at every activity reported they had the ability to recommend changes to the command’s CM process/procedures.

Program Office generated CM Plans that provide general program guidance were provided for 47 of the 122 systems/programs reviewed.  The periodicity of update for the CM Plans provided varied from program to program.  

The internal repeatable (“how to”) CM procedures provided were all program specific.  In some cases, the process/procedures were inherent in the CM tools being utilized.  The procedures gathered and identified as best practices will be provided to the CDM/ISEA Standardization Working Group to support community-wide standardization efforts. 

All of the activities had access to Military and Civilian Standards and Specifications however; the currency of the document is not easily established. 

Three of the nine activities reviewed had a dedicated CM division/branch that supports multiple programs and facilitates CM standardization efforts by the sharing of information between product lines.  The owner of the activity CM process was clearly identified at these activities.  The owner of the CM process at the other activities was program specific. 

None of the activities had a formal CM training program.  On-the-job training was identified as the predominant method of passing on CM knowledge/experience to new employees.

Seven of the nine activities assessed participate in the CDM/ISEA Working Group and displayed a working knowledge of references (a) through (e).

Overall, the following certifications were identified as being held by the ISEAs and their personnel:

Command/Program:

Software Capability Maturity Model (CMM) Level II: 2

Software Capability Maturity Model (CMM) Level III: 1

ISO 9000: 1

ISO 9001: 1

Personnel:

DAWIA Acquisition Logistics: 186

DAWAIA Systems Planning Research Development & Engineering: 539 

National Institute of Configuration Management Level I: 21

National Institute of Configuration Management Level II: 6

International Society Of Configuration Management: 5

Configuration Management II (CMII): 8

National Defense Industrial Association CM: 1 

2. Configuration Identification:

This assessment area focused on the elements of item identification within the configuration control of hardware, software, and documentation. 

All activities have programs to manage requirements and design specifications.  For those systems assessed, physical hierarchical breakdowns are created and/or maintained.  Drawings, source code, and end item software are managed as configuration items but may be housed in program specific databases.

Multiple ISEAs reported inconsistency in the format of drawings provided by prime contractors. 

All activities reviewed utilize Interactive Computer Aided Provisioning System (ICAPS) for the development and transmission of provisioning information.

All activities utilize standard labeling and nomenclature processes.  Three activities reported excessive delay in the processing of nomenclature requests.  

3. Configuration Change Management:

This assessment area focused on the Engineering Change Process.

All ISEAs reviewed had sound Configuration Change Management processes, specifically:

a. Documents are created, updated and validated by assigned owners.

b. Documents are under version control.

c. Baselines are documented and managed.

d. Rules of inter-changeability are documented.

e. A Configuration Control Board (CCB) ensures a complete review of business, technical and logistics change decisions.

f. A verification process exists showing review and disposition of each change request.

g. A process that ensures a complete evaluation of all change requests that enter the system.

h. A process exists for the implementation of all approved change requests to hardware/software/system/equipment.

i. A process that identifies the review, categorization, distribution and implementation of change requests.

j. A history of change requests is maintained and accessible.

k. Accepted change requests are logged and assigned a tracking number in chronological sequence.

l. Changes are assigned a classification to ensure the proper level of review and approval prior to release.

m. Standard forms with some program specific modifications are utilized in the change process.

n. A closed-loop change process exists.

4. Configuration Status Accounting:

This assessment area focused on the tools, interfaces, and procedures used to affect change to the established configuration within the SCLSIS process.

All activities have end items documented in SCLSIS.  Six of the ISEAs reviewed utilize Configuration Data Manager Database – Open Architecture (CDMD-OA) work-files to transmit planning and installation information to the applicable Configuration Data Manager (CDM).  Two of the ISEAs do not submit planning data as required by reference (c) and submit installation data by e-mailing a Standard Data Interface File (SDIF) to the CDM.  All ISEAs reported changes are made to CDMD-OA without the knowledge of the ISEA.  This results in information being loaded without ISEA review. 

All of the activities manage approved alteration planning/scheduling information in NAVSEA Data Environment – Navy Modernization (NDE-NM).

Two of the activities utilize an activity “standard” software application for managing CSA information.  The other seven utilize multiple program specific tools to fulfill their CSA responsibility.  None of the tools currently in use have an automated interface with CDMD-OA.

None of the ISEAs reported any scheduled routine comparison of local CSA data with CDMD-OA.  However, three of the ISEAs accomplish a comparison of local CSA data with CDMD-OA as an integral part of their alteration process.  Two of those also verify the configuration information in the ship’s database during the installation period.

One of the activities reported an ongoing initiative for updating of CDMD-OA Source of Support (SOS) information.   

ISEAs primarily use Haystack, FEDLOG, CDMD-OA, General Distribution Allowance Parts List (GDAPL) and liaison with NAVICP for APL research.  Joint Engineering Drawing Management Information and Control System (JEDMICS), and Technical Data Management Information System (TDMIS) are utilized as research tools for logistics data.     

5. Configuration Verification and Audit:

This assessment area focused on efforts of the ISEA to verify and validate installed configuration.

All ISEAs report a process in place to ensure the configuration item meets design requirements/specifications and for maintaining continuing configuration control.  There are instances, however, where specific installation information is not provided to the ISEA by the AIT (i.e. COTS, valves, etc.).

Only one ISEA performs shipboard equipment sight validations. This effort is done as part of equipment reviews.  This ISEA also updates the Validation Source Action Code (VSAC) and Validation Date (VALDATE) in CDMD-OA to document their efforts. This is consistent with the Validation Working Group initiative to utilize VSAC/VDATE to reduce redundant validation efforts. 
 No other ISEA reported the accomplishment of any type of configuration verification or audits.

None of the ISEAs reviewed provided any metrics for the purpose of assessing configuration data accuracy.

6. Configuration Management of Digital Data:

This assessment area focused on the automated information systems utilized, external interfaces, data protection, and continuity of operation plans.

All ISEAs reported having control over local data repositories and information systems with well-defined levels of access and read/write authority.

All ISEAS have a contingency plan in place to ensure continuity of operations in the event of natural disaster.

Automated data exchange with external data repositories is virtually non-existent and results in the reliance on manual data-entry or file transfer to maintain any level of synchronization.

Appendix D to this report provides a list of automated tools being utilized as reported by the ISEAs.

7. Enterprise Resource Planning:

This area focused on gathering specific information as requested by the ERP Configuration Management IPT.

All ISEAs reported that permission rights for data entry and changes are based upon individual personnel responsibilities.

All ISEAs reported that effectivity dates for alterations/installations are established by a variety of sources that include Program Offices and Type Commanders in accordance with the Fleet Modernization Program.  

Six of the ISEAs reported that Bills of Materials (BOM) were created and provided by their prime contractors.  The other three reported that BOMs created locally were maintained in local databases.  All stations reported BOMs were under version control.

Two of the ISEAs reported dependence on the existing 12-digit Hierarchical Structure Code (HSC).

Summary and Conclusions

This ISEA Assessment process provided a first look at the “as-is” process to support SEA 04L5’s process improvement and standardization initiatives.  A number of issues/recommendations as well as potential best practice candidates were identified and will serve as a starting point to develop a single, standard process template for implementation consideration throughout the ISEA community.  NAVSEA 04L5 will coordinate efforts with ISEAs and the CDM/ISEA Working Group.  Additionally, the information can be used for process reengineering efforts to support migrating the Ships Configuration and Logistics Support Information, currently contained in CDMD-OA, into the Navy Enterprise Maintenance Automated Information System (NEMAIS).  

The ISEA role is not a “one size fits all”.  The complexity of the program, range and scope of effort, and available funding drives the organizational structure and the functions performed. 

Each ISEA utilizes various software applications to perform their assigned functions due to the lack of a standard change management tool. 

Every activity reported that the level of effort in executing their CM requirements was predicated on the funding/direction provided by the applicable program office and existing resources.

On-the-job training was identified as the predominant method of passing on ISEA specific CM knowledge/experience to new employees.  While formal CM process training exists, a “how to” for ISEA specific functionality is not available. 

As our resources dwindle and as the Configuration Management (CM) community prepares to transition to an ERP environment, it is envisioned that the role of the ISEA must also transition to that of a “trusted agent” and be solely responsible for the data elements assigned to them.  To that end, NAVSEA 04L5 intends to lead an effort with the Program Offices and Warfare Centers to develop a CM community-wide software application to accommodate ISEA change management and CSA requirements working toward an ERP solution to ensure the best possible utilization of resources and service to our fleet customer.

The CDM/ISEA Working Group will be tasked to identify and develop meaningful metrics to measure data accuracy and down-line integrity.  Additionally, they will be charged with developing a standard ISEA CM training plan.  As such, it is imperative that each Warfare Center actively participates in this important working group.  Program Office direction to the ISEA will be critical to the success of this effort. 

The information obtained by the assessments clearly mandates the continued teaming between SEA04L5, PEOs, and the Warfare Centers to improve the CM process by addressing the issues identified, specifically increased ISEA participation in the CDM/ISEA Working Group, development of a ISEA focused CM training plan, standard tools/process, and the development of metrics to assess CM data accuracy and down-line data integrity.  

A schedule is being developed to continue the ISEA Assessment process to ensure continued compliance with existing and future CM directives.
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