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SHIP CONFIGURATION & LOGISTICS SUPPORT INFORMATION SYSTEM


(SCLSIS)


EXECUTIVE SUMMARY


The Department of Defense (DoD) has emphasized the need for effective Configuration Management (CM) and logistics support of systems and equipment.  In response, DoD issued directives to implement CM as an integral part of a system or equipment's life cycle support.  DoD recognized that successful implementation of the configuration data management directives would provide means to improve Fleet support, cost control and readiness.


The CM task for Navy ships and assigned activities is significant because of the large volume of information required to support them.  A ship contains thousands of items of equipment and equipage requiring maintenance and logistics support.  Added to this are the equipment and spare parts manufacturers, multiple Navy/civilian maintenance and logistics support providers, and the many configuration and logistics data users.


The current revised Navy CM policy, contains the practices and procedures to carry out the policies contained in the Department of Defense Configuration Management Program SECNAVINST 5000.2 Series.  Naval Sea Systems Command (NAVSEA) has the responsibility for control and maintenance of ships configuration data, including related platforms, systems, and equipment.  Further, it requires that a single activity be designated as the ship class control authority for configuration data input and changes to the Weapon Systems File/Ship Configuration Data Management Database Open Architecture (CDMD-OA).


The Configuration Data Management Database Open Architecture (CDMD-OA) is the Configuration Status Accounting (CSA) system that was developed to satisfy the requirements of SECNAVINST 5000.2 Series.  NAVSEA Technical Specification 9090‑700D has been issued to comply with requirements set forth in SECNAVINST 5000.2 Series and NAVSEAINST 4130.12 Series.  These documents have been implemented as part of the Navy's effort to improve the configuration and logistics management and control processes for Navy ships and shore activities.


SHIP CONFIGURATION & LOGISTICS SUPPORT 


INFORMATION SYSTEM


PRIVATE 
SCLSIS OVERVIEWtc  \l 1 "SCLSIS OVERVIEW"
PRIVATE 
1.  INTRODUCTIONtc  \l 2 "1.  INTRODUCTION"
PRIVATE 
1.1  SCOPEtc  \l 3 "1.1  SCOPE"

This specification describes the U.S. Navy's system for communication and control of ship configuration and logistics support data for applications in ship operation, maintenance, repair, modernization and other engineering/logistics support processes that sustain Navy ships.  This document describes the configuration management requirements (see Reference 2.1) for configuration identification and configuration status accounting for all ships and those shore activities implemented in the Ship Configuration Data Management Database Open Architecture (CDMD-OA).  Requirements are included that cover the ship's total life cycle from the acquisition phase through the in-service operational and industrial availability cycles.  Responsibilities of activities participating in the SCLSIS process and the procedures to be followed are fully defined.  Ships/ship classes, shore activities and Configuration Data Managers (CDMs) are designated for the SCLSIS process by Naval Sea Systems Command (NAVSEA).


The automated data systems at the Naval Computer & Telecommunications Station (NAVCOMTELSTA) and Naval Inventory Control Point (NAVICP) used to support this process are described herein.  The term "Weapon Systems File" (WSF) refers to the parts level, parts inventory portions, and related secondary ship component level configuration data files (Level A) of the WSF.  Configuration Data Management Database Open Architecture (CDMD-OA) database is the master automated configuration file for all Navy ships.  This NAVSEA specification applies to the CDMD-OA and the interfaces with other automated processes including the WSF.


The Navy's ability to efficiently plan and perform maintenance and accomplish alterations and to provide necessary logistics support to ships depends on controlling the configuration of ships, systems, and equipment.  It also depends on making timely, complete, and accurate configuration and logistics support information available to many activities.  The CDMD-OA is the only single authoritative source of information regarding ship's component configuration status and identification of associated logistics support.  All activities using configuration information draw that data and its associated logistics information from the CDMD-OA instead of having separate configuration data files.  A single activity, the CDM, is designated by NAVSEA as the control authority for the accuracy and completeness of information in the CDMD-OA.


Any changes to a ship or equipment must be accomplished through an alteration processing procedure (Ordnance Alterations (ORDALT), Field Changes (FC), Ship Alterations (SHIPALT), Machinery Alterations (MACHALT)), that requires formal authorization by a designated authority.  A formal process for ship configuration control ensures that changes are made accurately to the CDMD-OA and that proper life cycle engineering and logistics support is provided.

PRIVATE 
1.2  EXCLUSION tc  \l 3 "1.2  EXCLUSION "

This specification does not apply to Nuclear Propulsion Systems nor to Special Project Alterations affecting the configuration and capabilities of systems and equipment under the cognizance of the Strategic Systems Project Office.    

PRIVATE 
1.3  BACKGROUNDtc  \l 3 "1.3  BACKGROUND"
SECNAVINST 5000.2B. requires a Navy Configuration Management System that includes all configuration-worthy items necessary for ship operations, maintenance, and equipment support.  This system encompasses configuration identification, data control, CSA, technical review, and data audits.


Ship configuration identification and data controls are divided into five levels of detail:


a.  Ship Level Configuration.  The Planning Yard maintains ship level configuration information with general arrangement drawings and various ship level records such as weight and stability analyses.  


b.  System Level Configuration.  The Planning Yard maintains system level configuration information with system selected record drawings and configuration control drawings.


c.  Component Level Configuration.  Along with ship and system level configuration data, component level configuration data is maintained in the CDMD-OA.  The CDM maintains, controls, and is solely responsible for all data in the CDMD-OA.  The CDM works with ship and system level configuration information maintained in various technical documents by the Planning Yard and other authoritative sources of technical information.

d. Parts Level Configuration.  Parts level configuration data is maintained in the Equipment File of the WSF and is controlled by the Life Cycle Manager (LCM) and NAVICP.  Parts level data is not contained in the CDMD-OA.

e. Software/Firmware Level.  Software and Firmware shall be documented and maintained in the CDMD-AO.

PRIVATE 
1.4  OBJECTIVEStc  \l 3 "1.4  OBJECTIVES"

Establish and maintain, with a 95% level of confidence, a current and accurate configuration and associated logistics support database for critical systems in new ships, in all ships and 97% for submarines already in service, and for equipment at all participating shore stations and activities.  The CDM will take no longer than one month to process ship-submitted CDMD-OA change transactions.  Normal workload backlog at the CDM will not exceed 30 days.  CDMD-OA to be available to any shore station or activity desiring participation.


To accomplish the above objectives, the following SCLSIS procedures and guidelines are necessary:


a.  The CDM must be solely responsible and accountable for the accuracy and completeness of the CDMD-OA.


b.  The CDMD-OA maintenance procedures must be defined and responsibilities assigned to those activities that provide information to the CDM.


c.  Logistics support information must be correlated with configuration information in the CDMD-OA.


d.  The required procedures must be followed to ensure that complete and accurate information is provided to shipboard users at the time of configuration change accomplishment.


e.  CDM responsibility must include removing deficiencies and errors in the configuration and logistics support data.


f.  The CDMD-OA must provide the configuration and logistics support information needed for all maintenance levels in a user-oriented format.  The configuration data must support the development/maintenance of all logistics support elements.

PRIVATE 
1.5  DEVIATION FROM POLICYtc  \l 3 "1.5  DEVIATION FROM POLICY"

The above SCLSIS objectives may not be immediately achieved for all ship classes, shore stations and other activities due to funding constraints and time required to achieve full capability in all ADP systems.  This specification provides full performance requirements.


All deviations or waivers from these requirements are granted only by agreement between NAVSEA 04L5 and the cognizant Ship Program Manager (SPM).

PRIVATE 
1.6  AUDITS AND VALIDATIONStc  \l 3 "1.6  AUDITS AND VALIDATIONS"

Audits and Validations are grouped in several categories, involve various levels of effort, and adhere to specific timing requirements for their execution.  These categories and time lines are discussed in detailed sections of this specification.

Audit and validation procedures shall be performed in accordance with Appendixes D and E.

PRIVATE 
1.7  SCLSIS DATA MANAGEMENT tc  \l 3 "1.7  SCLSIS DATA MANAGEMENT "

NAVSEA, Deputy Commander for Fleet Logistics Support (NAVSEA 04L), Configuration Management and Readiness Division (NAVSEA 04L5), is responsible for defining the SCLSIS process and maintaining this specification and are responsible for CDM methods development and execution.  

     NAVSEA 04L5 develops CDM data management and telecommunications system requirements, standardized CDM procedures, establish performance standards and performance measurement methods, oversees CDM staffing, assesses CDM work quality, and monitors budget execution.

     The SPM is responsible for the configuration and logistics support of assigned ships.  The SPM is supported by Life Cycle Managers (LCMs) in the Space and Naval Warfare Systems Command (SPAWAR), Naval Air Systems Command (NAVAIR), and in the NAVSEA Engineering Directorates that are responsible for the configuration and logistics support of their assigned systems and equipment.  The LCM may designate an ISEA to act as his agent in the life cycle management of his equipment.  The LCM/ISEA is responsible for providing the designated CDM with configuration and alteration data and logistics support data requirements for assigned equipment.  The LCM/ISEA may input directly into CDMD-OA for the CDM to review.


The assigned CDM is the NAVSEA agent for maintaining current and accurate configuration data and associated logistics support and technical data for a ship or ship class represented in the CDMD-OA.


The CDM works with the designated Planning Yard (PY) organizations, LCM/ISEAs and Logistics Element Support Activities (LESAs) to identify configuration-worthy equipment under the CDM cognizance.  For Combat Systems)in NAVSEA and SPAWAR (SPAWAR 003) equipment, the LCM/ISEAs are responsible for providing the CDM complete and accurate configuration and logistics support data for equipment under their cognizance.  The CDM is responsible for reviewing this data in CDMD-OA and for resolving discrepancies with the LCM/ISEA.


SPAWAR Systems Center Chesapeake (SPAWARSYSCEN) provides ADP (SNAP) equipment for ships and shore activities to support non‑tactical information manage​ment; SNAP provides standardized software and databases for administrative functions (e.g., maintenance, supply/financial, personnel, and administration).  SNAP Organizational Maintenance Management System (OMMS) interfaces with CDMD-OA and is the software system that maintains the on board configuration and logistics support data baseline.  
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1.8  SCLSIS CDMD-OA DATA FLOW
1.8  SCLSIS DATA FLOW"


The SCLSIS CDMD-OA process is continuous and provides a basic data management system independent of where the ship is in its life cycle (during new construction or its operational phase or during a depot availability).  Configuration data management processes occur at specific points in the life cycle and are reviewed in the following sections.

1.9  SCLSIS CDMD-OA PROCESS CYCLE


SCLSIS is structured with checks and balances to ensure that accurate configuration change information goes to CDMD-OA.  There are usually dual sources of information, including the installing activity and the ship.  CDMD-OA performs input edit validations and provides reference tables for validating and populating the incoming data.  The CDM reviews the data in CDMD-OA and works with the data originators to correct any discrepancies.


Alterations are frequently directed or accomplished by the ship's force or the ISEA.  The ship verifies the data provided and passes via CSMP to the TYCOM who submits the CSMP to CDMD-OA.  



The ship forwards its change transactions for all changes to the ship's equipment and configuration to the TYCOM.  The TYCOM automates any hard copy data from the ships.  The TYCOM forwards the automated SCLSIS CDMD-OA data to the Central Data Exchange (CDE).


The CDE reformats incoming ship data into Standard Data Interface Format (SDIF) and outputs the reformatted data to the appropriate CDM for review and input to the CDMD-OA.  


The CDM initiates action to confirm or correct suspect data and provides omitted information to CDMD-OA.  Because the installing activity must provide complete and correct data to the ship, it is the first activity the CDM asks to confirm, correct, and complete the information on a change transaction.  The CDM may obtain information from the cognizant LESA to identify the correct logistics support data for an item, or from the cognizant ISEA for any information concerning equipment.

The CDM works with the Allowance Control Panel, NAVICP Mechanicsburg, FLTILO Team, and NSA to the timing for SCLSI database update to accomplish the production of a COSAL.


Naval Inventory Control Point (NAVICP) applies the CDM-submitted configuration and logistics support change transactions to the WSF.  NAVICP calculates the allowance changes and extracts the related supply support information.  NAVICP forwards, via the ASI process, the supply support changes to the ship including those resulting from CFBRs, new and revised APLs, and NIIN change processes.


For ship availability planning, the SPM tasks Configuration Overhaul Planning (COP) utilizing pre-availability authorization letters (NAVSEA and TYCOM) which list all alterations (SHIPALTs, ORDALTs, MACHALTs, Field Changes, etc.) for accomplishment during the availability.


During ship availabilities, change transactions flow directly between the NSA, the FLTILO Team and the CDM in automated form as Preliminary Installation Reports (PIRs), Installation Reports (IRs), and Emergent Installation Reports (EIRs).  The ship and the FLTILO Team may be one (i.e., the FLTILO Team acts for the ship).  Note:  In some instances, the CDM, under SPM authority, may also have an on-site presence to assist in the installing activity (IA)/NSA/FLTILOTeam interface of change data.


The CDM prepares PIRs from the COP data and, after CDMD-OA update cut-off for the pre-availability COSAL, post the PIR package to the RADCOM mailbox system for draw down by all using parties (i.e., FLTILOTeam, NSA, On-site CDM Representatives). .  EIRs are report generated by NSA/FLTILOTeams and/or On-site CDM Representatives (when assigned) when unplanned installations are made.  Confirmed IRs and EIRs are to be progressively posted to the RADCOM mailbox system by the NSA/FLTILO Team for draw down by the CDM.  


NAVSEA, SPAWAR, NAVAIR, and Naval Surface Warfare Center, Carderock Division (NSWC-CD) provide the schedules for the planned SHIPALT, ORDALT, Field Change, and MACHALT accomplishments to the SPM and CDM.  Planning information is essential to properly prepare for the intensive data reporting required during ship availabilities.  The Depot Availability Work Packages, when established, are a source for customer authorized work (planned maintenance, alterations, etc.).  Submarine alteration schedules are provided to the CDM by NAVSEA PMS 392 and Submarine TYCOMs.  


ISEA-accomplished alterations made during an availability are validated and reported by the ISEA’s AIT to the NSA/FLTILO Team and/or On-site CDM Representative (when assigned) who, in turn posts the data to the CDM via a RADCOM mailbox.  The CDM, NSA, FLTILO Team or On-site Representative (when assigned) audits the IRs and EIRs for the data completeness and accuracy.


For NSA accomplishments, the NSA or On-Site CDM Representative (when assigned) validates the COP produced PIRs and post any missing information to the CDM via a RADCOM mailbox as alterations are accomplished.  The NSA or On-site CDM Representative (when assigned) also prepares EIRs for unplanned or late authorized alterations and for any repairs that change the ship’s configuration.  Validated IRs are progressively posted, via RADCOM mailbox to the CDM who, in turn processes the updates to CDMD-OA as the alterations are reported. The FLTILO Team will access their RADCOM mailbox to acquire the validated transaction data.


RADCOM Mailbox processing of ASIs by the ship into SNAP OMMS encompasses the full range of data including supply support data from NAVICP-Mech.  All input transactions may be received together (configuration, logistics, and supply) and routed to the processing subsystem (OMMS, Supply/Financial, etc.) based upon the SNAP record type.  Upon processing, ASI inputs will update the SNAP database, require Verify Bulk Input (VBI) processing, or be rejected and included on an Input Error Summary Report.


The CDM reviews all of the information received to ensure that it is correct and matches all required SCLSIS References files.  When the CDM determines that the information is correct, the CDM enters it into CDMD-OA.  The CDM reports all unauthorized alteration accomplishments to the SPM.


The data flow discussed above describes a path, which makes a complete loop beginning and ending at the ship ("closed loop"). For each transaction submitted by the ship, one must be received by the ship in response, even if no additional data beyond that supplied by the ship was entered into CDMD-OA.  This closed loop system ensures the synchronization of the SNAP OMMS database with CDMD-OA.


An "open loop" data flow path also exists in SCLSIS.  This is the loop that begins with the CDM originating some ASI data that ends it flow at the ship.  Unless a non-​verification response to this input is generated by the ship, this loop becomes a one‑way path.

1.10  CDMD-OA 


CDMD-OA serves as the Navy’s central repository for ship configuration data.  To the maximum extent possible, all configuration-worthy items are included in CDMD-OA; it is the sole-source file for configuration and logistics support data provided to ships and to other Fleet and shore activities requiring accurate configuration and logistics support data.  CDMD-OA provides the WSF with the equipment configuration data needed by NAVICP for ship allowance and supply support processes.


The assigned CDM is the sole authority responsible for the completeness and accuracy of CDMD.  CDMD-OA users are assigned access levels, which determine their rights when using CDMD-OA.  ISEAs and ILOs may enter data into CDMD-OA for which the CDM is responsible.  For ships in acquisition, the SPM designates the Acquisition CDM (usually the Shipbuilder) as the engineering activity temporarily responsible for creating and maintaining CDMD-OA for the new ship.  Currently the Shipbuilder is responsible for CFE data and the SUPSHIP enters GFE data into CDMD-OA.

1.11 Configuration Worthy Items (CWI)

SCLSIS data includes all configuration worthy items necessary for the operation, inspection, maintenance, modernization and support of shipboard and shore-based equipment.  As the SCLSIS process is implemented and refined for a particular ship class or shore activity, the definition of what is considered configuration worthy can be expanded. An item is considered to be a configuration worthy item (CWI) if it meets one or more of the following criteria.  This means that nearly every part of a ship or system is configuration worthy if it supports the Navy’s need to treat the item as a separate configuration item; nothing is too small or too large.  In simpler terms; 

1.11.1. Any item that is bought from someone else is a configuration item

 a. Any item including software that has a separate 

    specification. 

 b. Any item that has a separate drawing. 

 c. Any item that is a separate line item or sub line

    item on a purchase order or contract. 

        d. Any item that has any form of separate technical or 

logistics document of any sort (e.g. supply support, test equipment requirement, technical manuals and/or repair standards, Planned Maintenance System PMS), Maintenance Assist Modules (MAMs), intermediate, depot level maintenance plans or drawings, installation or configuration control drawings and selected records.

1.11.2. Examples of such items are:

a. systems 

b. subsystems 

c. equipment 

d. subassemblies 

e. Electronics functional groups such as radio receiver groups, radio transmitter groups, etc.
f. piping segments between valves 

g. electrical cables between junction boxes 

h. stuffing tubes/boxes

i. ventilation ducts between inlets, blowers, and outlets

j. tanks 

k. voids 

l. cofferdams 

m. compartments

n. masts  

o. booms 

p. padeyes 

q. tie down clover leaves  

r. lifelines  

s. ladders  

t. foundations 

1.11.3. Per NAVSEA’s agreement with shipbuilders any Computer Aided Design (CAD) item which is identified by the software as a separate item is a configuration item that joins between or among items are also CAD configuration items, at least for the purposes of digital data exchange.

1.11.4. Some of the aspects above may loose relevance once the item is delivered to Navy and enters service, but that does not necessarily mean that lower level detailed configuration items should automatically be rolled up for in-service configuration tracking.  In-service configuration item designation will in part depend on the level of aggregation at which the item will be maintained and supported at the organizational, intermediate, and depot levels.  Any item which in-service will be maintained or whose maintenance will be managed and/or tracked separately is a configuration item.  In addition to all of the valid configuration items listed above, the following are items, which can be useful in-service configuration items.

a. Underwater hull areas

b. Sea chests/sea suctions

c. Bilge bottoms/tank tops

d. Waster spools

e. Sacrificial anodes

f. Bunks

g. Lockers

h. Furniture

i. Underway replenishment fittings, straps, pendants, and accessories

j. Machine shop tools, attachments and accessories 

k. Weight handling equipment

l. Anything with a separate manufacturer’s serial number or Navy/Government serial number

m. Anything with a life limit or containing a life limited component

n. Anything with a separate warranty/guarantee

o. Anything containing a hazardous material or a material that must be disposed of as hazardous waste

1.11.5. Furthermore, we require a top-down-breakdown structure of all these configuration items to organize them, and their associated technical information, in related functional groupings.  Consequently, any hardware and software groupings needed to describe a ship’s functional hierarchy is also a configuration item.

1.11.6. For practical considerations, for the next few decades each ship class will have a unique set of inherited information from new construction/acquisition.  Individual maintenance and support plans by major system or end item within the ship. SPMs and CDMs need to establish configuration item records at all appropriate levels to execute those maintenance and support plans.  Caution should be exercised when considering moving up from detailed levels of design and construction periods to higher levels of aggregation for the in-service period.  It may be a better technical solution and less expensive to retain all the detailed information even if the in-service management will usually be at higher aggregation levels.  Much thought should be given to preserving full linkages to the CAD level of detail, particularly for those areas of the ship likely to experience significant modernization or redesign over the life cycle of the ship.  Caution should also be exercised when considering adding lower levels of aggregation details to older in-service ships acquired without robust CAD information bases.  The expense of developing the extremely detailed records for ships already in-service rather than inheriting that information from CAD designs is likely to prove not cost effective in most cases.  However, if we are redesigning an area of the ship with CAD support, it may be wise to expand the level of configuration record details in that area as the CAD supports the effort.
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This section specifies and describes SCLSIS organizational responsibilities for transitioning ships and shore activities to SCLSIS and for the provision of equipment configuration data and associated logistics support data to CDMD-OA.
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3.1  ORGANIZATIONAL RESPONSIBILITIES FOR NEW ACQUISITION tc  \l 3 "3.1  ORGANIZATIONAL RESPONSIBILITIES FOR NEW ACQUISITION"SHIPS AND SHORE ACTIVITIES TRANSITIONING TO SCLSIS AND OPERATIONAL SHIPS & SHIPS IN AVAILABILITIES
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3.1.1  Naval Sea Systems Command (NAVSEA 04L) is responsible for defining the SCLSIS process and maintaining this specification and are responsible for CDM methods development and execution.  NAVSEA 04L5 develops CDM data management and telecommunications system requirements, standardizes CDM procedures, establishes performance standards and performance measurement methods, oversees CDM staffing, assessing CDM work quality, monitors budget execution, and maintain CDMD-OA.

NAVSEA 04L5 shall:


a.  Develop, implement, and maintain the SCLSIS process in accordance with NAVSEA policy.


b.  Maintain this and related NAVSEA specifications.


c.  Certify CDMs for readiness to implement SCLSIS in accordance with Appendix B.


d.  Audit the performance of participating activities.


e.  Be SCLSIS point of contact (POC) for Fleet and other commands.


f.  Be responsible for the tasking/funding of the SCLSIS Validation Teams (SVT) resources. 


g.  Oversee SCLSIS budget planning, recommend funding priorities, and monitor budget execution and tasking.

   NAVSEA 04L5 and the NAVSEA SPM are responsible for establishing and managing resources to conduct audits and validations.  If such resources do not exist at the CDM, the FTSC LANT/PAC Schedulers can coordinate with the CDMs to provide SCLSIS Validation Teams (SVTs); an SVT comprises configuration status accounting technicians who conduct engineered validations of shipboard Electronics (ELEX), Hull, Mechanical and Electrical (HM&E), and Combat Systems (CS) in support of the Fleet Modernization Program (FMP); SVTs conduct Pre-Availability Audits, Baseline Validations, Database Reconciliation Validations, and Post-Availability Audits.  CDMs provide necessary information to the SVTs to conduct audits and validations.  Although SVTs are CDM representatives, CDMs are responsible for the data accuracy.
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3.1.2  Ship Program Manager (SPMs)
    The SPM shall:

     a.  Task and fund the cognizant CDM to participate in the ship or activity SCLSIS initialization.


b.  Include the requirements of this specification in ship construction contracts, design contracts, and in the ship acquisition program.


c.  Define tasking and funding to include information on Government Furnished Equipment (GFE) in CDMD-OA.


d.  In conjunction with the CDM and In-Service SPM, prepare and approve the management plan to transition to SCLSIS.


e.  Fund actions necessary to transition to SCLSIS deliver a complete, accurate, and validated CDMD-OA that meets the requirements of this technical specification.


f.  Ensure the new construction database passes the SNAP Functional Tests (see Appendix A) before a ship transitions to the Fleet.
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3.1.3  Configuration Database Manager (CDM)

a.  The assigned CDM is the NAVSEA agent for maintaining current and accurate configuration data and associated logistics support and technical data for a ship or ship class represented in CDMD.


b.  The CDM works with the designated Planning Yard (PY) organizations, LCM/ISEAs and Logistics Element Support Activities (LESAs) to identify configuration-worthy equipment under the CDM’s cognizance.  The CDM is responsible for reviewing data in CDMD and for resolving discrepancies with the LCM/ISEA.


c.  The CDM initiates action to confirm or correct suspect data and provides omitted information to CDMD-OA.  Because the installing activity must provide complete and correct data to the ship, it is the first activity the CDM asks to confirm, correct, and complete the information on a change transaction.  The CDM may obtain information from the cognizant LESA to identify the correct logistics support data for an item, or from the cognizant ISEA for any information concerning equipment.


d.  The CDM works with the TYCOM/ Allowance Control Panel, NAVICP-Mechanicsburg, FLTILO Team, and NSA to determine the timing for a CDMD-OA update to accomplish the production of a COSAL.  

e.  The CDM prepares PIRs from the COP data and, after CDMD-OA update cut-off for the pre-availability COSAL, posts the PIR package to the RADCOM mailbox system for drawdown by all using parties (i.e.,FLTILO Team, NSA, On-Site CDM Representatives).  EIRs are reports generated by NSA/FLTILO Teams and/or On-Site CDM Representatives (when assigned) when unplanned installations are made.  Confirmed IRs and EIRs are to be progressively posted to the RADCOM mailbox system by the NSA/FLTILO Team or On-Site CDM Representative (when assigned) for drawdown by the CDM.


f.  The CDM processes and posts the joint NSA/FLTILO Site initiated transactions, to the CDMD-OA via the SCLSI process and back to the ILO via the RADCOM Mailbox system.


g.  The CDM prepare a CDMD-OA management plan.


h.  In conjunction with the SPM and Naval Supervising Activity (NSA), determine the data transfer and system requirements needed to pass information between the shipbuilder, CDMD-OA, NSA, and the CDM.


i.  Participate in design and logistics program reviews, logistics readiness evaluations, and similar activities.


j.  In conjunction with the SPM, specify the plan and data for transition to CDMD-OA.  This plan should be prepared at least 18 months before ship delivery.


k.  Determine the extent of Baseline Validation and Reconciliation required (if any) for the transition to CDMD-OA.


l.  Perform SNAP Functionality Tests as required.


m.  The CDM reviews all of the information received to ensure that it is correct and matches all required CDMD-OA reference files.  When the CDM determines that the information is correct, the CDM updates it into CDMD-OA.  The CDM reports all unauthorized alteration accomplishments to the SPM. (Source data from which to verify “authorizations” should be enumerated here, i.e. 360 Day letters (D,F,&K), AIT Scheduling Conferences, etc.  


n.  The assigned CDM is the sole authority responsible for the completeness and accuracy of data under their cognizance in CDMD-OA.  CDMD-OA users are assigned access levels which determine their rights when using CDMD-OA.  ISEAs and ILOs may enter data into CDMD-OA for which the CDM is responsible.  For ships in acquisition, the SPM designates the Acquisition CDM (usually the Shipbuilder) as the engineering activity temporarily responsible for creating and maintaining CDMD-OA for the new ship.  Currently the Shipbuilder is responsible for CFE data and the SUPSHIP enters GFE data into CDMD-OA.

The CDM shall:


a.  Review and post to CDMD-OA all installed configuration and logistics support changes to CDMD-OA.  Ensure that all records are complete and that the proper data quality information (see Section 6) appears on all the changes.


b.  Validate the critical systems and component thereof.  


c.  Maintain the status of all change data in process; identify CDMD-OA processing deficiencies to the SPM.


d.  Resolve configuration data identification problems.


e.  Advise NAVSEA 04L5 of serious or recurring problems with ADP hardware or programs, procedures, or interface.


f.  Determine schedule for COSAL production, in consonance with the SPM, TYCOM, FLTILO Team, NSA and NAVICP-Mechanicsburg.


g.  Include Planning Yard provided COP data when posting CDMD for availabilities.  


h.  Provide to the SPM a COP Evaluation/Problem Report on the quantity and quality of the planning data being submitted for the availability.


i.  Conduct CQR meetings in accordance with Section 4.6.  .


j.  Utilize the CDM on-site representative, when authorized by SPM, to perform the NSA duties in preparing and validating ship configuration data and in verifying ship-originated change transactions that do not involve work under the cognizance of the NSA.  The preceding sentence is not applicable during availabilities.


k.  Review and process all emergent changes.  Report unauthorized changes to the SPM with recommendations and all supporting rationale.


l.  In addition to the above responsibilities, the CDM shall perform the following: 



(1) Support Integrated Logistics Support Management Team (ILSMT) as directed by the SPM.



(2) Report progress and problems to the SPM.



(3) Post CDMD-OA updates directly to the FLTILO Team via RADCOM mailbox



(4) Participate in, and report on Pre- and Post- Availability audits and various ship and CDMD-OA validations.



(5) Support the FLTILO Team by planning and posting A-3, -2 and –1 CDM COP updates on or before SOAs.  This is required to bring ships” database(s) in line with the equivalent to updates existing in CDMD-OA prior to conducting DC4ILO database comparisons.  



(6) During availabilities, assist FLTILO Teams in synchronizing ships’ equipment configuration files with the CDMD-OA. 

The CDM will coordinate and host the CQR meeting (see Appendix A for details).  The scope of the CQR meeting will vary depending on the complexity of the planned alterations, the time lapse since the last CQR meeting, etc.  The CDM will create a list of items that cannot be reconciled during the meeting and identify and assign corrective actions; the CDM is responsible for publishing the minutes and results of the meeting.

The CDM performs the following procedures during CDMD-OA Initialization:


a.  Prepares a CDM management plan (See Appendix A for other requirements) that includes its planned approach in determining the necessary extent and level of validations.  This approach, and subsequent decisions on the necessary extent and level of validations, shall be approved by the SPM and NAVSEA 04L.  The CDM Management Plan will also include the procedures for assigning Hierarchical Structure Codes (HSC) and Equipment Functional Descriptions (EFD). (Reference CDMD’s ref_cff table.)


b.  In conjunction with the SPM and NSA, determines data system requirements needed to pass information between the shipbuilder, the NSA and CDMD-OA.


c.  If not established in CDMD-OA from the beginning, in conjunction with the SPM, specifies the plan and date for the ship transition to SCLSIS CDMD-OA.  This plan should be prepared by the CDM at least 18 months before ship delivery.


d.  Completes and forwards the SNAP Functionality Test Report to the SPM (see Appendix A).

     e.  Determines the depth and extent of the Ship Baseline Validation and reconciliation required, if any, as part of the transition to CDMD-OA).


f.  The CDM updates the CDMD-OA with maintenance transactions (via an ASI build request), which would allow for a real time process between the CDM and the NSAs/FLTILO Teams).  The CDM will use one of the five following NSA/ILO/CDM interface methods:



(1) The NSA prepares documentation on transactions and forwards to the CDM.  The CDM processes these transactions and posts them to the CDMD-OA via the CDMD-OA process and back to the ILO via the RADCOM Mailbox system (“ASI Build” request.)



(2) Parallel NSA submission to the FLTILO Site and the CDM.  The NSA prepares the transactions and posts them to the FLTILO Site and to the CDM via the RADCOM Mailbox system.  The FLTILO Site posts FLTILO Site-initiated transactions to the CDM via the RADCOM Mailbox system.  The CDM processes these transactions and posts them to the CDMD-OA via the SCLIS CDMD process and back to the ILO via the RADCOM Mailbox system.

(3) NSA to ILO Site via CDM.  The NSA prepares 

transactions and posts them to the CDM via the RADCOM Mailbox system.  The FLTILO site posts transactions to the CDM via the RADCOM Mailbox system process and back to the FLTILO Team via the RADCOM Mailbox system.



a.  The CDM & TYCOM schedules the ship’s validation before start of the COP submission process.  Time frames cited below for pre-availability validations and the resulting CDMD-OA updates are flexible.  Validations are performed at ship’s convenience.


b.  At A-15, the CDM ensures that all IR data from the previous availability have been entered into the CDMD-OA.  The CDM then requests a copy of the EQU and Suspense files from the ship.  


c.  At A-13 to A-12, the CDM updates the CDMD-OA with the validation results.  Before any ISEA or COP planning data is introduced into CDMD-OA, the ship configuration database and the CDM database are reconciled.  The database updates from the reconciliation and validation are posted to the ship’s RADCOM Mailbox back to the ship.  The comparison and validation effort should be accomplished early enough to allow the CDM to give the PY a reconciled database before the beginning of COP.


d.  At A-12, the CDM ensures that he has received a copy of the SPM Authorization Letter.  The CDM ensures that he is on distribution for all Overhaul Work Packages and Availability Design Status Packages.  The CDM reviews all documentation to determine applicability of ISEA-submitted data.  Discrepancies in ISEA planning data submitted earlier and planning data described.


e.  At A-12, the CDM ensures that all TYCOM SHIPALT configuration changes (D&F SHIPALT List) have been received and that the CDM is on distribution.  If necessary, SPM intervention may be requested by the CDM.


f.  At A-12, the PY issues a COP Milestone Plan.  If required by the SPM, the CDM prepares an Availability Management Plan based on this Milestone Plan and the Authorization Letter.  The CDM provides a copy of the reconciled SNAP/SCLSI CDMD-OA to the PY.  If the PY and the CDM are the same activity, the Availability Management Plan can be incorporated into the COP Milestone Plan.  If the CDM is remote from the PY, the Availability Management Plan should be prepared by the CDM; the plan should contain such items as impacts on the CDMD-OA integrity from unfunded or under-funded COP; complexity/length of the availability; general quality status of the CDMD-OA based on recent audits.  The plan should make a recommendation and provide rationale whether to hold a CQR meeting.  


g.  From A-12 to A-8, the PY provides the bulk of the COP data to the CDM, who then updates the CDMD-OA.


h.  At A-6 to A-4, the CDM coordinates and chairs the CQR meeting determining its time, place, participants, and duration.  The purpose of this meeting is to review the CDMD-OA and the planning data to ensure that the database is as accurate as possible before the COSAL/E52 ILO Draw down of SOA products.  The scope of the meeting can vary, depending on the complexity of the planned alterations, the time lapse between the last database audit and the CQR meeting, etc.  At the CQR meeting, planned ADDs, CHANGEs and DELETEs that were submitted as PY COP are checked against the Authorization Letter(s) and against the  CDMD-OA to ensure that the alterations are authorized and have not been accomplished outside of the availabilities (i.e., by AITs or at IMAs).  All APLs and PALs should be checked for applicability and supply support.  APL/AINAC Lists provide the allowance support code (e.g., the Logistics Support Status Code) Planning data APLs should be checked against this list to identify any non-supporting APLs that planning activities have identified as applicable to planned ADDs. Note that there are “AA” support coded APLs in the system that are non-supported.  Review any APL number that has been changed or superseded since the initial alteration accomplishment, and check any APL number that differs from the early SPM Long Range Plan documentation.


  The CDM lists discrepant items that cannot be reconciled during the meeting.  The CDM is also responsible for maintaining and publishing the CQR minutes that assign corrective actions, etc.  The CDM reports non supply supported APLs (bald APLS) to the planning activity for resolution and reports other unresolved items to the SPM as soon as possible.



(1) CQR Process Checklist – As part of CQR, the CDM uses any technical data or sources necessary to research planning information to ensure accurate update of the CDMD-OA.  The CDM should use the checklists below to enhance the CQR.



(2) CQR Process for Funded COP Availabilities




(a)  Check for COP funding approval by the SPM.  Contact the PY early to establish an interface.




(b)  Contact the SPM to ensure that copies of all pertinent correspondence have been forwarded.




(c)  Identify all appropriate ISEAs and contact them early in the pre-availability cycle.  Planning data should begin to arrive by A-13/A-12.  If planning data has not arrived by A-10 (and contact does not elicit cooperation), the SPM should be notified for corrective action.  The SPM should be provided with status reports of all deficient ISEA planning data.  Unresolved differences should be a subject of the CQR meeting.  Configuration files maintained by SUBMEPP are good sources for identifying configuration and logistics support deficiencies.  These files have substantial configuration and logistics support information.




(d) Track COP data receipt from the PY.  The COP Milestone Plan should require that the bulk of COP data is to be submitted to the CDM by A-8, and 100% by A-5.  Alert the SPM if COP data is not being submitted in accordance with the COP Milestone Plan.  Work closely with the PY to ensure that the COP data is complete and correct.  Report any unresolved problems to the SPM immediately to allow time for corrective action.




(e) Check the RICs submitted through COP ISEA planning data for repair parts support.  Report “bald APLs” that drive no repair parts immediately to the SPM in order to begin the PAL process.




(f) Submit all configuration updates to the CDM’s CDMD-OA no later than A-6 in order to have updated products at the CQR meeting.  Ensure that participants are notified promptly of the meeting time and place.




(g) Ensure that all configuration updates (validation results and planning data) have been submitted to the CDMD-OA no later than A-4.

   The CDM relies on the NSA or CDM On-Site Rep if assigned, for the installation data to a greater extent than when COP is funded.  Early contact with the NSA is critical.  The CDM should know exactly what the SPM has funded the NSA to provide in the way of COSAL update services.  The COSAL update service and the ILO feedback provide the only sources of installation data available to the CDM.

   Research/identify RICs for equipment requiring supply support.  If unable to identify, notify the SPM as early as possible for action.

File Maintenance Validations – The CDM shall identify and initiate validation procedures (see Section 6.3.5) for those items that:


a.  Have been altered since the last validation;


b.  Have indicated a file error since the last validation.

  The CDM shall maintain statistics relating to procedures and personnel performance, analyze those statistics, and take action to correct any problems.

   A 1991 policy statement levied the requirement for a COP Evaluation/Problem Report from the CDMs to the SPMs.  The matrix in Section 5.5 should assist the CDM in assessing the quantity and quality of the planning data for that reporting requirement.  

Validation Request Procedures

   The CDM is required to make equipment validation requirements known to NAVSEA 04L5 by formally requesting a validation.  The CDM or requester of a validation submits the request via the NOTE: Input from LANTFLTILO – “RAD E-mail via Internet” Request Form (see Appendix A for details).

Validation Candidate List (VCL) Based Validations

The CDM is responsible for developing a Validation Candidate List (VCL).  The VCL is a selection of equipment validation candidates, using the Critical System Candidate (CSC) ESWBS list, which should be maintained by the CDM from documented ship configurations ADDs (primarily), DELETEs, and, to a lesser extent, CHANGEs accumulated from all sources, including Class Standard Database comparisons, ASI Trend Analysis, COSAL Feedback Reports, planning data from ISEAs and PYs, Data Reconciliation System (DRS) results, and Ships 3-M CASREPT data.


Post-availability validations check all ADDs to the ship in order that proper supply support for the installed equipment is on board before ship deployment.


The equipment shown as DELETEs in the VCL will be especially important to supply personnel during the ship pre-availability phase; a planned equipment deletion must be validated to prevent its supply support being removed from the ship unnecessarily.

PRIVATE 
3.1.4 SHIPBUILDER
  The shipbuilder shall:


a.  Support the SPM in preparing the SCLSIS CDMD-OA transition management plan.


b.  Provide all data to establish the CDMD-OA to meet the requirements of this specification (GFE data may be an exception.)


c.  Assign Equipment Functional Descriptions (EFD) and Equipment System Designators (ESD) for all components in all equipment and distributive systems using the criteria in Appendix A.  When such documentation is delivered to the ship or CDMs, EFDs are to be included on all equipment labels, all selected record drawings and documentation, all CDMD-OA records, and any other documentation delivered.  The shipbuilder develops, documents, and applies procedures that ensure use of consistent EFDs throughout all documentation (NNSY and adhere to established class standards).


  If these responsibilities are not required of the shipbuilder, the SPM designates another activity, such as the Design Yard.

The shipbuilder supports the SPM in preparing the CDMD-OA Implementation Management Plan.

The shipbuilder provides all data to load into CDMD-OA that meets all requirements of this specification (GFE data may be an exception.)  The shipbuilder or Design Yard assigns EFDs and ESDs for all components in all equipment and distributive systems using the criteria in Appendix A.  When documentation is delivered to the ship or CDM, EFDs must be on all equipment labels, selected record drawings/documentation, records, and any other documentation.  The shipbuilder develops, documents and applies procedures to ensure EFD consistency in all documentation.  If not required of the shipbuilder, the SPM assigns these responsibilities to another activity.

PRIVATE 
3.1.5 Life Cycle Manager/In-Service Engineering Agent (LCM/ISEA)
ISEA–accomplished alterations made during an availability are validated and reported by the ISEA’s AIT to the

During the CDMD-OA transitioning, the LCM/ISEA shall: 


a.  Assist the CDM in updating CDMD-OA with all known configuration information so the resulting database is as complete as possible.


b.  Assist the CDM to ensure that the appropriate ISEA is identified for all cognizant equipment on the ship.  This information is to be kept current throughout the ship’s life cycle.


c.  Assist the CDM to develop a strategy for verifying and validating equipment configuration and logistics support.
PRIVATE 
3.1.6  Naval Computer & Telecommunications Station (NAVCOMTELSTA)tc  \l 4 "3.1.6  Naval Computer & Telecommunications Station (NAVCOMTELSTA)"
During the transition to CDMD-OA, NAVCOMTELSTA shall:


a.  Support the CDM and the SPMs in determining and implementing hardware and telecommunications requirements. 


b.  Operate the Configuration Data Manager Database (CDMD), if applicable.


c.  Produce CDMD-OA reports. 


d.  Program and train CDMD-OA activities on Micro-CSA (MCSA) and CDMD in accordance with NAVSEA requirements.

3.1.7   Logistics Element Support Activities (LESA)tc  \l 4 "3.1.7  Logistics Element Support Activities (LESA)"
3.1.7.1  Naval Sea Center Pacific (NAVSEACENPAC)


As a LESA for PMS, NAVSEACENPAC shall:


a.  Review the PMS package and correct errors or omissions.

b. Assist the CDM in validation efforts. 

3.1.7.2  Naval Inventory Control Point (NAVICP) Mechanicsburg


As a LESA for spare parts, NAVICP implements transition procedures (arranged with the CDM) for the continuing provision of spare parts support to ships during the transition process.


As the operator of the WSF, NAVICP shall:


a.  Run routines to initialize the CDMD-OA.


b.  Inform the CDM of validation errors.


c.  Assist the CDM in determining the schedule of WSF cutoff, SNAP database creation, and other CDMD transition dates.

PRIVATE 
3.1.8  Fleet Units & Integrated Logistics Overhaul (ILO) Teams

FLTILO-Teams have no responsibility for ships except those undergoing an ILO.  The FLTILO-Team shall:


a.  Maintain the ship’s SNAP (EQU FILE) as an availability working database by entering configuration and logistics support data changes directly.


b.  
Perform database comparisons of ship’s SNAP and CDMD-OA (V06) files using the DC4ILO program in an effort to synchronize databases.

c.
Notify the NSA and CDM of data discrepancies.


d.  Inventory and update the ship’s repair parts, technical manuals, and Planned Maintenance System (PMS) logistics support as outlined in ILO/ILR joint tasking message from the TYCOM.  This will be performed using reports provided by the CDM, NSA and LESAs, data from the CDMD-OA and SNAP databases and actual survey of the ship.


e.  NAVSEA 04L5 shall be advised of processing difficulties.


f.  Participate in CQR meetings as tasked by the TYCOM.


g.  Assist the CDM in supporting COSAL production.  How?  FLTILO is not on line until SOA.


h.  Participate in Integrated Logistics Support Management Team (ILSMT) meetings as scheduled by the SPM.


i.  Verify that Logistics Support Documentation resides in ship’s SNAP database as outlined in Configuration Overhaul Planning (COP) package.  


j.  Submit ILO/ILR progress reports as prescribed by TYCOM.


k.  Provide end of availability logistics reports and products in support of ship’s configuration.

3.1.8.1 TYCOM 

TYCOM shall:


a.  Provide the CDM with a report of all planned alterations and repair work that change ship configuration (see Sect. 3.1.8.1b for applicable comments)


b.  Provide ship schedule information to the CDM.  The TYCOM works with the CDM in scheduling validations, ship checks, and other functions requiring a Fleet interface.


c.  Assist the CDM in scheduling event milestones for COSAL production incident to Depot availabilities.


d.  Provide ships and FLTILO Teams with joint tasking messages to commence ILO/ILR availabilities, when required.

3.1.8.2  Ships Force


Ships Force
Operational Ships shall:


a.  Monitor and report to the CDM all planned or unplanned alterations and changes on the ship via the 3M/4790CK process.  (SPAWARSYSCEN Chesapeake…OMMS NG will not use the form designation of 4790CK.  The equivalent in OMMS NG will be a Maintenance Related Configuration Change.)


b.  Verify that information in the ship selected records is correct and/or red-lined marked up for submittal to PY for periodic update (usually during scheduled OPNAV availabilities).


c.  Correct the on board SNAP file to report corrections.


d.  Assist in CDM’s Configuration Quality Review (CQR) and validations as tasked by TYCOM.


e.  Provide to their CDM, where possible, a copy of the Input Error Summary Report resulting from SNAP Equipment File updates from the CDMD-OA ASI output of the CDMD-0A.


f.  Provide the CDM with a copy of their Pending Transaction Report of configuration changes awaiting response more than 150 days old.  

Ships in Depot availabilities have the same responsibilities as the FLTILO-Team (see below) when there is no FLTILO-Team assigned.

PRIVATE 
3.1.8.3  Fleet Material Support Office (FMSO)tc  \l 4 "3.2.8  Fleet Material Support Office (FMSO)"

FMSO, a field activity of NAVSUP, is the Central Design Agent (CDA) that provides guidance in developing SCLSIS CDMD-0A concepts and procedures concerning the WSF/ CDMD-OA interface.

PRIVATE 
3.1.9   Supervisor of Shipbuilding (SUPSHIP)

3.1.10  Naval Supervising Activity (NSA)
   The NSA or SUPSHIP is responsible for the administration of depot availabilities.  Normal CDMD-OA duties for an NSA include confirming PIRs and reporting IRs; the NSA also coordinates with the CDM for configuration reporting and with the FLTILO Team for logistics reporting.  For any availability, one or more of these duties may be assigned by the SPM to another activity; the CDMD-OA requirement is only that the process must be performed.  In this specification (e.g., in the CDMD-OA data Flow Diagrams), these duties are described as being performed by the NSA. 


NSA/FLTILO Team and/or On-Site CDM Representative (when assigned) who, in turn posts the data to the CDM via a RADCOM Mailbox.  The CDM, NSA, FLTILO Team or On-Site CDM Representative (when assigned) audits the IRs and EIRs for the data completeness and accuracy.  


For NSA accomplishments, the NSA or On-Site CDM Representative (when assigned) validates the COP produced PIRs and posts any missing information to the CDM via a RADCOM Mailbox as alterations are accomplished.  The NSA or On-Site CDM Representative (when assigned) also prepares EIRs for unplanned or late authorized alterations and for any repairs that change the ship’s configuration.  Validated IRs are progressively posted, via a RADCOM Mailbox to the CDM who, in turn processes the updates to CDMD as the alterations are reported.  The FLTILO Team will access their RADCOM Mailbox to acquire the validated transaction data.

3.1.11  Central CDMD-OA COASTAL Schedulers & Validation Teams

NAVSEA 04L5 and the NAVSEA SPM are responsible for establishing and managing resources to conduct audits and validations.  If such resources do not exist at the CDM, the  Central CDMD COASTAL Schedulers of the CDMD Validation Teams (SVTs) at the Naval Sea Support Centers may be contacted.  An SVT comprises configuration status accounting technicians who conduct standardized validations of shipboard Electronics (ELEX), Hull, Mechanical and Electrical (HM&E), and Combat Systems (CS) in support of the Fleet Modernization Program (FMP); SVTs conduct Pre-Availability Audits, Baseline Validations, Database Reconciliation Validations, and Post-Availability Audits.  CDMs provide necessary information to the SVTs to conduct the audits and validations.  SVTs are CDM representatives; CDMs are still responsible for the data accuracy.

PRIVATE 
4.  SCLSIS PROCESS DESCRIPTIONtc  \l 2 "4.  SCLSIS PROCESS DESCRIPTION"

This section describes the SCLSIS process for providing Ship and Shore Activity equipment configuration data and associated logistics support data to the CDMD through (1) the CDMD File Initialization Process, (2) the CDMD File Maintenance Process and (3) the CDMD-OA File Maintenance Process preceding, during, and following a ship availability.

PRIVATE 
4.1  CDMD-OA FILE INITIALIZATION PROCESS – SCLSIS PROCESS FOR NEW ACQUISITION SHIPS & SHORE ACTIVITIES TRANSITIONING TO CDMD-OAtc  \l 3 "4.1  SCLSI DATABASE FILE INITIALIZATION PROCESS - SCLSIS PROCESS        FOR NEW ACQUISITION SHIPS & SHORE ACTIVITIES TRANSITIONING         TO SCLSIS"
PRIVATE 
4.1.1  General Informationtc  \l 4 "4.1.1  General Information"

Transitioning shore activities and ships to SCLSIS CDMD-OA includes the change from the established procedures for WSF maintenance to SCLSIS procedures for CDMD-OA file maintenance, initialization of CDMD-OA with ships data, developing EFDs, ESDs, and HSCs to structure CDMD-OA files on a NAVSEA-approved functional hierarchy, and performing a baseline and physical validations.

PRIVATE 
4.1.2  Shore Activity Transitioning to SCLSIS CDMD-OAtc  \l 4 "4.1.2  Shore Activity Transitioning to SCLSIS"

To ensure an effective transition of a shore activity to et SCLSIS, the activity must be able to meet SCLSIS requirements. Input to CDMD-OA requires that specific edit criteria be met. This specification describes the requirements for the various input formats or for CDMD-OA users.  Shore activities may view the data element specification in Part B for CDMD-OA input edit criteria.  Initialization into CDMD-OA  begins with the  establishment of a header file for the activity.  Transitioning to SCLSIS is the transferring of control of the activitres data to a CDM once loaded into CDMD-OA.


The basic actions necessary for transitioning to CDMD-OA are as follows:


a.  All activities that provide data to maintain the CDMD-OA for the CDM must adopt the requirements, or a NAVSEA-approved tailored subset, of this specification.


b.  The CDM must obtain the Automated Data Processing (ADP) capability to handle the expected volume of CDMD-OA change transactions it must process;  the CDM must be able to use its ADP to communicate with the CDMD-OA.  NAVSEA has developed a standard ADP package for CDMs not wishing to develop their own ADP capability.  Enhancements to these ADP packages are issued periodically.


c.  The CDM identifies its internal organization and develops the procedures to be used to execute the SCLSIS process for CDMD-OA.


d.  Each shore activity, in consonance with NAVSEA and other participating SCLSIS activities, develops a comprehensive transition management plan.  This plan must meet SCLSIS data edit criteria and establish accounts in CDMD-OA or provide an interfacing file to CDMD-OA.


e.  NAVSEA certifies that the activity's ADP meets the requirements of this specification; NAVSEA performs a CDMD-OA implementation readiness audit (see Appendix A) to ensure that the CDM is prepared to assume CDMD-OA responsibilities.


f.  NAVSEA ensures that the CDMD-OA is initialized.

4.1.3  New Acquisition Ship Transitioning to SCLSIS CDMD-OA

To ensure an effective transition of New Acquisition Ships to SCLSIS, the requirements of this specification must be met.

      New Construction Ships may deviate from the specified requirements of Part B for some data element specified in SCLSIS. Translation of these data elements, such as deriving VSAC from DOVC and RNV may be required prior to submitting input into CDMD-OA. 


Effective transition during the initialization process depends on improving equipment/alteration relationship, creating test equipment logistics records, component drawing information, and completing the reporting of work center assignments.


The basic actions necessary for transitioning a new acquisition ship to SCLSIS are as follows:


a.  The CDM proposes an initialization schedule with which the SPM, TYCOM, and NAVICP concur.  In conjunction with the SHAPM and SPM, the CDM defines and documents the details of CDM involvement in each CDM initialization, including CDM funding.  For continuing New Ship Acquisition programs, this plan should be prepared at least 18 months before ship delivery.


b.  All activities that provide SCLSIS database file maintenance data must adopt the process requirements of this technical specification.


 c.  A header file is established in CDMD for the New Construction ship.  The Ship’s data is submitted from the Shipbuilder’s mainframe for input into CDMD-OA.


d.  The CDM performs the SNAP Functional Tests (see Appendix A).


e.  The assigned CDM and ISEAs perform the CDMD-OA Reconciliation in accordance with a schedule developed by the CDM and ISEAs and approved by the cognizant SPM.


f.  NAVSEA 04L5 ensures that the CDMD-OA is initialized.


g.  The CDM may perform accuracy audits if necessary to ensure the completeness of the CDMD-AO.

PRIVATE 
4.1.4  Ship Program Manager (SPM)tc  \l 4 "4.1.4  Ship Program Manager (SPM)"

The SPM tasks and funds the cognizant CDM to participate in the ship or activity SCLSIS CDMD initialization.  The SPM includes the requirements of this specification in ship construction contracts, design contracts, or in the ship acquisition program.  Tasking and funding are defined to include information on Government Furnished Equipment (GFE) in the CDMD-OA and include the delivery of a complete, accurate, validated database that meets the requirements of this specification.


The SPM, in conjunction with the CDM prepares and approves the management plan for the transition to SCLSIS.

PRIVATE 
4.1.5  Configuration Data Manager (CDM)tc  \l 4 "4.1.5  Configuration Data Manager (CDM)"

The CDM performs the following procedures during the SCLSIS Initialization:


a.  Prepares a CDM management plan (see Appendix A for other requirements) that includes its planned approach in determining the necessary extent and level of validations.  This approach, and subsequent decisions on the necessary extent and level of validations, shall be approved by the SPM and NAVSEA 04L5.  The CDM Management Plan will also include the procedures for assigning Hierarchical Structure Codes (HSC) and Equipment Functional Descriptions (EFD).


b.  In conjunction with the SPM and NSA, determines data system requirements needed to pass information between the shipbuilder, the NSA and CDMD-OA.


c.  If not established in CDMD-OA from the beginning, in conjuction with the SPM, the CDM specifies the plan and date for the ship transition to SCLSIS.  This plan should be prepared by the CDM at least 18 months before ship delivery.


d.  Completes and forwards the SNAP Functionality Test Report to the SPM (see Appendix A).


e.  Determines the depth and extent of the Ship Baseline Validation and reconciliation required, if any, as part of the transition to SCLSIS CDMD-OA.

PRIVATE 
4.1.6  Shipbuildertc  \l 4 "4.1.6  Shipbuilder"

The shipbuilder supports the SPM in preparing the CDMD-OA Implementation Management Plan.


The shipbuilder provides all data to establish a CDMD-OA that meets all requirements of this specification (GFE data may be an exception.)  The shipbuilder or Design Yard assigns EFDs and ESDs for all components in all equipment and distributive systems using the criteria in Appendix A.  When documentation is delivered to the ship or CDM, EFDs must be on all equipment labels, selected record drawings/documentation, records, and any other documentation.  The shipbuilder develops, documents and applies procedures to ensure EFD consistency in all documentation.  If not required of the shipbuilder, the SPM assigns these responsibilities to another activity.

PRIVATE 
4.1.7  Life Cycle Manager/In-Service Engineering Agent (LCM/ISEA)tc  \l 4 "4.1.7  Life Cycle Manager/In-Service Engineering Agent (LCM/ISEA)"

During the transition period, the LCM/ISEA provides all known configuration information to the CDM so the resulting database is as complete as possible.  The LCM/ISEA ensures that the ISEA is identified for all cognizant equipment on the ship.  The ISEA assists the CDM in developing a strategy for verifying and validating equipment configuration and logistics support.

PRIVATE 
4.1.8  Naval Sea Logistics Center Detachment Pacific
NSLC Detachment Pacific develops the CDMD-OA software and supports CDMs and SPMs in determining the hardware and telecommunications requirements, accommodating user requirements. 

PRIVATE 
4.1.9  Logistics Element Support Activities (LESA)tc  \l 4 "4.1.9  Logistics Element Support Activities (LESA)"
4.1.9.1  Naval Sea Centers (NAVSEACEN)


As LESAs for PMS, NAVSEACENs review PMS packages and correct errors or omissions.  NAVSEACENs assist CDMs during validation. 

4.1.9.2  Naval Inventory Control Point (NAVICP) Mechanicsburg, PA.


NAVICP implements the transition procedures, as arranged with the CDM, for the continuing provision of spare parts support to ships during the transition process.


NAVICP also runs appropriate routines to initialize the SCLSI database, informs the CDM of the initialization process validation errors, and assists the CDM in determining the schedule of WSF cutoff, SNAP database creation, and SCLSIS transition dates.

PRIVATE 
4.2.  SCLSIS CDMD-OA FILE MAINTENANCE PROCESS (OPERATIONAL SHIPS)tc  \l 3 "4.2  SCLSIS FILE MAINTENANCE PROCESS (OPERATIONAL SHIPS)"
PRIVATE 
4.2.1.  General Informationtc  \l 4 "4.2.1  General Information"

The following paragraphs specify and delineate tasks performed by SCLSIS participants in the CDMD-OA File Maintenance Process during the operational phase.

PRIVATE 
4.2.2.  In-Service Ship Program Manager (SPM)tc  \l 4 "4.2.2  In-Service Ship Program Manager (SPM)"

The In-Service SPM tasks and funds the CDM to perform all of the appropriate SCLSIS CDMD-OA functions.  The SPM ensures that the requirements of this specification are met.


The SPM is responsible for the execution of logistics support as required by the Fleet Modernization Program (FMP) Manual SL720‑AA‑MAN‑0l0, Section 8, Appendix F, including the ensuring of accurate configuration and logistics records for assigned ship classes through oversight of the CDM.


The SPM initiates corrective action to resolve configuration and logistics support data deficiencies identified by the CDM.


The SPM serves as Chairperson or Co‑Chairperson during CDMD-OA audits.

PRIVATE 
4.2.3.  Configuration Data Manager (CDM)tc  \l 4 "4.2.3  Configuration Data Manager (CDM)"
PRIVATE 
General Informationtc  \l 5 "4.2.3.1  General Information"

The CDM reviews all of the information it receives and submitted to CDMD-OA for completeness and accuracy.  Sources of SCLSIS information include the installing activity, the ship, and the cognizant engineering activity.  The CDM initiates action considered necessary to verify suspect data and to provide missing data to CDMD-OA.  The CDM performs the following procedures to maintain CDMD-OA.

PRIVATE 
     CDMD-OA File Maintenancetc  \l 5 "4.2.3.2  SCLSI Database File Maintenance"
a. Review the configuration Error Report in CDMD-OA; enter the proper quality information on all change transactions. Correct configuration discrepancies in CDMD-OA (e.g., provide missing equipment or alterations and identify unauthorized/erroneous alterations). 


b.  Identify each supply support-worthy item with its RIC, which is the applicable APL, or the AEL.


c.  Ensure that, for each Record Type 2 ADD, a Record Type 3 exists which cites the Installation Drawing/Piece Number.  Assign and review complete HSCs for all equipment.


d.  Ensure that all configuration and logistics support changes are entered in the CDMD-OA so data is available to all users.  


e.  Correct all records in CDMD-OA that do not pass C-14 edits.


f.  Maintain the status of all change data being processed and monitor the performance of all activities responsible for processing data and identify processing deficiencies.

g.  Resolve configuration data identification problems.

     h.  Report unauthorized changes to the SPM with a recommendation and its supporting rationale.


i.  Advise NAVSEA 04L5 of serious or recurring problems with ADP hardware or programs, procedures, or interfaces.


j.  Determine and coordinate schedules for CDMD-OA updates, COSAL and SCLSI Index issuance, periodic audits and validations, etc., all in consonance with the SPM, TYCOM, ILO Team, NSA, NAVICP and NAVCOMTELSTA.

PRIVATE 
4.2.4  Logistics Element Support Activities (LESA)tc  \l 4 "4.2.4  Logistics Element Support Activities (LESA)"

The LESAs coordinate with the TYCOM and NAVSEA ship visit teams that conduct maintenance inspections, tests, and logistics support reviews to capture feedback information for updating the configuration and logistics data in the SNAP and CDMD-OA.


The Logistics Element Manager (LEM) is responsible for developing and promulgating the procedures necessary to ensure adequate and timely logistics support for a specific logistics support element (e.g., technical documentation, supply support, training, electronic test equipment, etc.), and for providing functional support to the responsible equipment LCM.


The LESA advises NAVSEA 04L5 of serious or recurring problems with ADP programs, procedures, organization interfaces, or similar deficiencies.  Some of the following activities have CDMD-OA responsibilities beyond those of a LESA.

4.2.4.1  Naval Sea Support Center Pacific (NAVSEACENPAC)


As the LESA for PMS, NAVSEACENPAC will:


a.  Provide needed PMS documentation to the ship based on configuration information processed by the CDM.


b.  Assist the CDM in identifying the correct PMS for equipment installed on ships.


c.  Inform the CDM when PMS is changed for reasons other than planned alterations.


d.  Inform the CDM if PMS is required for an altera​tion and it was not identified during the alteration planning phase.

4.2.4.2  Naval Sea Data Support Activity (NSDSA)


As the LESA for technical manuals, the NSDSA performs the following tasks:


a.  Assists in providing technical manuals and their revisions to the ship, based on configuration information distributed by the CDM.


b.  Assists the CDM in identifying the correct technical manual revisions for shipboard equipment.


c.  Informs the CDM when technical manuals are changed for reasons other than planned alterations.

4.2.4.3  NWS EARLE


NWS EARLE is a NAVSEA designated field activity for General Purpose Electronic Test Equipment (GPETE).  As the LESA for GPETE, NWS EARLE shall:


a.  Provide electronic test equipment allowance data to the ship, based on information in the CDMD-AO.


b.  Assist the CDM in identifying correct electronic test equipment for equipment installed on ships.


c.  Inform the Ship and CDM when electronic test equipment is changed for reasons other than planned alterations.


d.  Inform the CDM of electronic test equipment required after an alteration and not identified during its planning.

4.2.4.4  Naval Inventory Control Point (NAVICP)


As the LESA for spare parts, NAVICP performs the following:


a.  Provides APLs to the ship, based on configuration information distributed by the CDM.


b.  Assists the CDM in identifying the correct APL for equipment installed in ships.  NAVICP updates the RICNOM File monthly and NAVICP produces the APL/AEL General Distribution Bank (GDB) and Master Index of APLs/AELs (MIAPL); these are all available on tape and in microfiche.  The CDM can use these data sources to deter​mine the proper RIC for a configuration item.


c.  Informs the CDM two months before canceling a RIC (APL/AEL) for reasons other than planned alterations.  NAVICP globally updates the RICs in the WSF and the RICNOM File.  When a RIC is canceled/superseded, it is done across the Fleet.  NAVICP issues monthly reports to notify and advise the CDM of planned RIC cancellations.  To avoid losing data, the CDM must update affected SCLSIS CDMD-OA records within a specified time before the RIC is canceled or superseded.


d.  Informs the CDM when an APL change is required after an alteration accomplishment, the need for which was not identified during the planning phase for the alteration.

4.2.4.5  Planning & Engineering for Repairs & Alterations (PERA)


As LESA for surface ship Class Maintenance Plans, PERA:


a.  Updates the Maintenance Management System (MMS) and the Maintenance Planning Scheduling Evaluation/Analysis (MPSEA) databases to support CDMD-OA maintenance.


b.  Provides maintenance standards and revisions or changes to users based on CDM-provided configuration information.


c.  Provides maintenance standards requested by the CDM.


d.  Identifies to the CDM, changes in maintenance standard applicability resulting from configuration changes.


e.  Provides a process for improving planning, integration, and control for development of integrated ship class maintenance, modernization and industrial availability work packages.  PERA has unique capabilities that support SCLSIS. CDMs should establish a dialogue and coordinate actions:


PERA (CV) 
-
Aircraft Carriers and other aviation-type ships, located at NSY Puget Sound


PERA (SURFACE)
-
Headquarters; Cruisers/Destroyers, located at Philadelphia, NAVSHIPYD




 
-
West Coast Office; Combatant Support Ships, located at NAVSEA Industrial Support Office (NISO), San Francisco




 
-
East Coast Office; Amphibious Ships and Craft, located at Norfolk NAVSHIPYARD

4.2.4.6  Submarine Maintenance Engineering Planning & Procurement           (SUBMEPP)


As the LESA for submarine Class Maintenance Plans, SUBMEPP performs the following:


a.  Updates the MMS (Maintenance Management System) and MPSEA (Maintenance Planning Scheduling Evaluation and Analysis)  to support CDMD-OA maintenance.


b.  Provides maintenance standards and revisions or changes to users based on CDM-provided configuration information.


c.  Provides CDM-requested maintenance standard data.


d.  Identifies to the CDM, changes in maintenance standard applicability resulting from configuration changes.


e.  Provides a process for improving planning, integration, and control for development of integrated ship class maintenance, modernization and industrial availability work packages.  CDMs should establish and maintain a dialogue and an interface with SUBMEPP because of its capabilities to support CDMD-OA.

4.2.5 Naval Sea Logistics Center (DETPAC)


NSLC-DETPAC, as the Configuration Design Agent (CDA) for designing the CDM system software, performs the following:


a.  Operates the CDMD-OA


b.  Produces SCLSIS CDMD-OA reports. 


c.  Programs and trains activities on in accordance with NAVSEA requirements.

PRIVATE 
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4.2.6.1  Type Commanders (TYCOM):


a.  Monitor ship configuration changes and advise NAVSEA of processing delays.


b.  Provide the CDM with a report of all planned alterations or repair work that change ship configuration.


c.  Provide ship schedule information to the CDM.  The TYCOM works with the CDM in scheduling validations, ship checks, and other functions requiring a Fleet interface.


d.  Request that ships force be available during SCLSIS audits to assist the SCLSIS Validation Team (SVT) in gaining access to secured areas and in providing audit confirmation messages.  During the audit, the TYCOM may act as Chairperson or Co-Chairperson.

4.2.6.2  Ships Force


a.  Monitor all planned or unplanned alterations and changes as a result of repairs on the ship.


b.  Report ship configura​tion change data.  For a properly planned and reported installation on a ship, the ship's change transaction is a verification of information received from the installing activity.  For previously unreported repairs, emergent alterations, and changes accomplished by ship's force, change transactions from the ship ensure a current CDMD-AO, which then ensures proper ship and equipment logistics support.


c.  Check records whenever a change is installed.  Verify that information in the ship records is correct and that the on board records have been updated.


d.  Correct the SNAP file.


e.  Provide to the CDM, where possible, a copy of the Input Error Summary Report resulting from ASI input.


f.  Perform Database Reconciliation Procedures (DRS) when so notified by the CDM.

PRIVATE 
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The SUPSHIP administers the SCLSIS process at private shipyards as he would other contracts.  A private shipyard CDM is responsible for executing SCLSIS in accordance with this specification.  Although the SUPSHIP has sufficient information to administer the contract, he is not normally in the SCLSIS data processing path.  The SPM may request the SUPSHIP to perform functions related to SCLSIS beyond normal contract administration functions.  In such cases, the SPM and SUPSHIP agree on those functions and the SPM funds the SUPSHIP from resources other than the SCLSIS. 

4.2.8  CDMD-OA Validation Team (SVT)

The SCLSIS Validation Team (SVT) is responsible for providing accurate and timely validation results back to the cognizant CDM.  The SVT is established as a service to the CDM community as a whole, but it will perform validation in accordance with standardized validation procedures.  The SVT focus is on providing CDMs with physically descriptive data regarding shipboard installed equipment.  This maximizes shipboard time, while minimizing SVT functions that are of a CDM nature.

4.3 PREPARATION FOR PRE-AVAILABILITY COSAL PRODUCTION

4.3.1  General Information

The purpose of the Pre-Availability COSAL production preparation phase of the availability is to ensure that the ship's configuration and its database match and that the data in the SNAP database is synchronous with the CDM/ CDMD-OA.

4.3.2  Pre-Availability Process & Time Frames

Time frames cited for pre-availability validations and the resulting CDMD-OA data base updates are flexible and should not be binding.  Validations must be done at the ship's convenience. Every effort should be made to schedule the ship's validation before the beginning of the COP process.


At A-15, the CDM will perform Section 4.4 below.  Resultant discrepancies will be researched until resolved, perhaps requiring shipboard validation (see Validation Request Section and Data Reconciliation System (DRS) in Appendix A.


At A-13, CDMD-OA will be updated with the above validation results.  The ISEA will begin planning data submission to the CDM for planned alterations scheduled for accomplishment during the availability.


At A-12, the SPM will issue the 360-Day Authorization Letter.  The CDM will ensure that a copy has been received.  The CDM will also ensure that he is on the weekly distribution of the Availability Design Status Package.  The CDM will review all documentation to determine applicability of ISEA-submitted data. The CDM will reconcile all discrepancies occurring between the early ISEA planning data and planning data described in the 360- Day Authorization Letter.  If the planning documentation lists an alteration for which an ISEA has not submitted early planning data, the CDM will initiate contact and reconcile the matter.


At A-12, the CDM will ensure that all TYCOM SHIPALT configuration changes (D & F SHIPALT List) have been received.  


At A-12, the PY will issue a COP Milestone Plan.  Based upon this Milestone Plan and the 360-Day Authorization Letter, the CDM will prepare an Availability Management Plan.  This plan will recommend for or against a formal CQR meeting.  Recommendation should be based on complexity of the alterations, length of time since the last availability and the extent of COP funding.


From A-12 to A-8, the PY will provide the bulk of the COP data to the CDM, who will update the CDMD-OA.  By A-7, the SPM will determine the need for a formal CQR meeting and will notify all concerned of his decision.


At A-6 to A-4, the CDM will coordinate the CQR meeting time, place, participants and duration.  Participants will have all required products available.  Participation is mission funded.


At A-6 to A-4, the CDM will conduct the CQR meeting.  The purpose of this meeting is to review the CDMD-OA and the planning data to ensure that the database is as accurate as possible before the COSAL/E52 ILO draw down of SOA products.


At A-4, the last SCLSI SOA COSAL update will be forwarded to CDMD-OA.  Although the SPM may elect to continue COP input up to SOA, he must consider the impact on the COSAL.

4.4  DATABASE RECONCILIATION SYSTEM (DRS) PROCESS


All configuration changes reported by SNAP ships are sent up-line for processing into CDMD-OA; all changes to SCLSIS are sent to the ship to update the SNAP database.  This reporting and feedback process is intended to keep SNAP and CDMD-OA synchronized for effective database management.  As a first step to the performance of COP, or to recover from an "out-of-synch" condition, the Data Reconciliation System (DRS) has been implemented.  To resolve discrepancies between the SNAP and CDMD-OA or a given ship (see Appendix A for additional details), the following steps are performed:


At A-15, as directed by NAVSEA, The CDM notifies the ship to process all shipboard changes, freeze entry of changes into the database and provide a SNAP extract file to the CDM (ship unloads the EQU file, then deletes the Suspense (SUS) file).


The CDM obtains the CDMD-OA extract file and compares it against the ship-provided SNAP file.  The CDM generates and reviews validation work sheets for suspect equipment and identifies validation resources for data discrepancy resolution.


The CDM generates the SDIF transactions of all of the resolved data discrepancies and sends them to the CDMD-OA.


The unresolved data is researched during the CQR.


The CDMD-OA generates, and forwards to the ship, a CDMD-OA extract to synchronize SNAP with the updated CDMD-AO.


The ship processes the CDMD-OA extract into its SNAP database.


The CDM compiles detailed statistics for each completed DRS process and reports the results using the format provided in Appendix A, Section 5.10 as a guide.

4.5  CONFIGURATION OVERHAUL PLANNING (COP)

4.5.1  General Information

The COP process requires the Planning Yard (PY) and the CDM to report, collect, and record planned changes in ship equipment configuration and resulting logistic support to occur during the next scheduled availability.  The changes to configuration may include installations, removals, and modifications of equipment, structures, and facilities.

4.5.2  Purpose of COP

The purpose of the COP process is to provide all of the planning data necessary to ensure that the ship's end of availability configuration, defined in the Availability Work Package and 360-Day Authorization Letter, is reflected in the ship configuration and associated logistics support data.

4.5.3  COP Overview

The CDM activity tasked to process COP data is responsible for providing complete and accurate planning data to the CDMD-OA.  This activity prepares a COP Milestone Plan that shows the milestones that it must meet in submitting planning data, the goals for data submission, the form of data submission, and the final dates of planning data submission.  The COP Milestone Plan must be approved by the SPM.


The activity performing the COP process, usually the Planning Yard (PY), develops data in support of the changes planned for a ship availability.  Most of the necessary planning information is available at and from the PY, from the ISEAs, and from the CDM and CDMD-OAs.  Both ADDS and DELETES are considered in developing the data in accordance with the COP Milestone Plan.  The COP process continuously compares planning data from various sources, including In-Service Engineering Agents (ISEAs) and Ship Program Managers (SPM), in order to accurately document all changes to the ship planned for the availability.


The CDM provides the Preliminary Installation Report (PIR) containing the CDM-accumulated COP data to the NSA/ILO Team at the Start of the Availability (SOA).

4.5.4  General COP Data Review Guidance

The development of an accurate COP package requires that the processes provided in Appendix A be performed by the activity assigned to perform COP (usually the PY).

4.5.5  COP Milestones (Typical) For Ship Entering Availability
Not Later Than

A-15





EXTRACT CDMD-OAAND SNAP EQU

A-14





REQUEST VAL. WINDOW; ID DELTAS

A-13





COMPARE SCLSI/SNAP DATABASES

A-13





ISEA FORWARD COP DATA

A-13





ESTABLISH VALIDATION REQUIREMENT

A-12





SPM ISSUE 360-DAY AUTHORIZE LETTER

A-12 TO A-10



PY FORWARD COP DATA

A-12 TO A-10



COP MANAGEMENT PLAN/CQR NEED TO SPM

A-10





UPDATE CDMD-OAWITH VALIDATION 






RESULTS AND SNAP ADDS

A-9 THRU A-5



UPDATE CDMD-OAWITH COP DATA

A-7





SPM APPROVE MANAGEMENT PLAN/CQR

A-6





REQUEST SOS ITP

A-6 THRU A-4



CONDUCT CQR (IF SCHEDULED)

A-5 THRU A-4



CQR (IF HELD) UPDATES CDM DATABASE

A-4





CUT-OFF OF CDMD-OAINPUT

A-3





EXTRACT COSAL

A-1





FORWARD PIR TO NSA

A-0





ESTABLISH ILO WORKING DATABASE

4.6  CONFIGURATION QUALITY REVIEW (CQR)

4.6.1  Purpose & Occurrence of the CQR

The purpose of the CQR meeting is to resolve discrepancies that exist between the submitted planning data and the actual planned alterations.  It is the last major data check before the SOA and it directly impacts on the accuracy of the SOA COSAL/E52 draw down used by the ILO.  The decision to hold a formal CQR meeting (and the required attendees) is made by the SPM.


The CQR process occurs during that period of time in the ships cycle immediately preceding a planned availability (about A-15 for SNAP OMMS ships) to the draw down by the ILO.  The CQR meeting insures that all configuration changes reported during COP have been properly incorporated into the CDMD-OA and that they accurately reflect the anticipated ship's configuration records at EOH.

4.6.2  CDM Responsibilities

The CDM will coordinate and host the CQR meeting (see Appendix A for details).  The scope of the CQR meeting will vary depending on the complexity of the planned alterations, the time lapse since the last CQR meeting, etc.  The CDM will create a list of items that cannot be reconciled during the meeting and identify and assign corrective actions; the CDM is responsible for publishing the minutes and results of the meeting.


The SPM may fund other activities to perform certain portions of the Planning Yard/CDM/NSA functions, as well as the CQR process.  Policy does not prohibit this alternative if the purposes of the process is fulfilled, specifically, that the ship leaves its availability with full supply and technical support.

4.6.3  CQR Process Checklist

As part of the CQR process, the CDM utilizes any technical data or sources necessary to CDMD-OA research planning information and to ensure accurate update of the database (see the check list and guide in Appendix A for details of the CQR process).

4.6.4  CQR Final Data Checks

The products listed in Appendix A are used to conduct the extensive reviews and audits to verify the accuracy of the configuration data for ELEX, ORD, and HM&E systems.  ELEX and ORD configuration will have a 100% review; the HM&E review will be conducted on the critical systems as designated by the CDM.

4.6.5  Additional CDM Direction

When tasked by the SPM, the CDM performs any CQR meetings that are determined by the SPM to be appropriate.

4.7
CDMD-OA FILE MAINTENANCE PROCESS (SHIPS IN AVAILABILITIES)

PRIVATE 
4.7.1  General Informationtc  \l 4 "4.7.1  General Information"

The CDM prepares the PIRs and, after CDMD-OA update cut-off for the pre-availability COSAL, forwards the PIR package to the NSA.  The NSA forwards a copy of the PIR package to the ILO site.  EIRs are generated by NSA and ILO Teams when unplanned installations and removals are made.  Confirmed IRs and EIRs are progressively forwarded by the NSA and ILO Team to the CDM.  A final IR is prepared by the NSA and forwarded to the CDM, who progressively processes the data to update the CDMD-OA.


ISEA-accomplished alterations made during an availability are reported by the ISEA to the NSA or ILO Team, who verifies the installations and provides a confirmed IR to the CDM.  The CDM, NSA, or ILO Team audits the IRs for data completeness/accuracy.


The NSA validates the PIR for NSA accomplishments and provides missing information as alterations are accomplished.  The NSA also prepares EIRs for unplanned or late authorized alterations and for repairs that change the ship configuration.  Validated IRs are progressively forwarded to the CDM and the ILO Team as installations are accomplished.  When tasked by the SPM, these duties are performed by the CDM or his representative.


The following paragraphs specify additional tasks performed by other participants in the CDMD-OA process.

PRIVATE 
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a.  Tasks/Funds the CDM to perform CDMD-OA functions.  The SPM may assign alternate activities to perform functions for the PY, CDM, or NSA, including the COSAL update process if the requirements of this specification and the FMP Manual are fulfilled (i.e., the ship leaves its availability with full supply and technical support and a COSAL/SNAP database that reflects the post-availability ship configuration).


b.  Ensures the requirements of this specification are met.


c.  Ensures that satisfactory communications exist between NAVICP, Naval Computer & Telecommunications Station (NCTS), CDM, TYCOM, ILO, and NSA before ship availabilities.


d.  Ensures that configuration data audits of ship critical systems/equipment are accomplished before ship availabilities.


e.  Directs the CDM to establish COSAL production milestones before an availability.

PRIVATE 
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The CDM forwards CDMD-OA maintenance transactions directly to the NSA or ILO Team for the duration of the availability.  The CDM will use one of the five following NSA/ILO/CDM interface methods:


1)  Joint NSA/ILO Site.  The NSA has on-line access to the ILO Site computer.  The NSA/ILO Site-initiated transactions are forwarded to the CDM.  The CDM processes these transactions and forwards them to the CDMD-OA and back to the ILO.


2)  Parallel NSA submission to the ILO Site and the CDM.   The NSA prepares transactions and forwards them to the ILO Site and to the CDM.  The ILO Site forwards ILO Site-initiated transactions to the CDM.  The CDM processes these transactions and forwards them to the CDMD-OA and back to the ILO.

3) NSA to ILO Site via CDM.  The NSA prepares transactions

and forwards them to the CDM.  The ILO Site forwards transactions to the CDM.  The CDM processes all transactions and forwards them to the ILO Site and to the CDMD-OA and back to the ILO via the UASI process.

[image: image2.wmf]


Figure 5.  SCLSIS Data Flow During an ILO (Detailed)


4)  Joint ILO Site/NSA/CDM REP (on-site).  The NSA and the on-site CDM Representative have on-line access to the ILO computer.  The ILO Site forwards NSA/CDM REP/ILO Site-initiated transactions to the CDM.  The CDM processes these transactions and forwards them to the CDMD-OA database and back to the ILO.


5)  Joint NSA/CDM (remote).  The NSA has on-line access to the CDM computer.  The ILO Site forwards ILO Site-initiated transactions to the CDM.  The CDM processes and forwards the NSA/ILO Site-initiated transactions to the ILO Site, to the CDMD-OA, and to the ILO via the UASI process.
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a.  Provide the CDM with a report of all planned alterations and repair work that change ship configuration.


b.  Provide ship schedule information to the CDM.  The TYCOM works with the CDM in scheduling validations, ship checks, and other functions requiring a Fleet interface.


c.  Assist the CDM in scheduling event milestones for COSAL production incident to Depot availabilities.

4.7.5  Integrated Logistics Overhaul (ILO) Team

ILO Teams have no responsibility for ships outside of Depot availabilities and scheduled ILO periods.  They support the ship during an availability by inventorying the ship's on board logistics support and ordering missing items.  The ILO Team:


a.  Maintains the availability working database by entering configuration and logistics support data changes directly.


b.  Notifies the NSA and the CDM of data discrepancies.


c.  Inventories the ships logistics support, using the reports provided by the NSA and LESAs, data from the SCLSI and SNAP databases, and by actually surveying the ship.


d.  Advises NAVSEA 04L5 of processing difficulties.


e.  Participates in CQR meetings as tasked by the TYCOM.


f.  Assists the CDM in supporting COSAL production.

4.8  CDMD-OA AUDIT 

4.8.1  Goals

In order to prevent and promptly detect material errors or irregularities during operations, audits should be conducted in order to establish performance objectives and provide a method for monitoring and comparing actual performance against goals (see reference (14)).  Accordingly, the SCLSIS Program Manager has set a minimum goal of 97% accuracy for submarine forces, and 95% accuracy for surface forces by the completion of Integrated Logistics Overhauls.  If the audit results are less than the stated goal, corrective action must be taken (see Corrective Actions below).  Audit results will be reported to the OPNAV sponsor, the Fleet, and to all concerned.

4.8.2  Purpose

The purpose for conducting the periodic CDMD-OA audits is to statistically determine the quality level of the Configuration and Logistics data resident in the CDMD-OA.  This can be accomplished by a sight validation of equipment configuration or by a record check against verified sources.  The audit checks for the presence and accuracy of the descriptive data defining the function of the configuration item and the APL number providing piece part support.  The other functional configuration data elements are reviewed during the SNAP Functionality Test.

4.8.3  Responsibilities

NAVSEA Technical Data Division, SEA 04L5, is the Program Manager for CDMD-OA and the Functional Manager for the Integrated Logistics Overhaul (ILO) program.  A NAVSEA 04L5 representative may be a member of the CDMD-OA Audit Team, and/or act as Chairperson or Co‑Chairperson.


The TYCOM is responsible for coordinating actions in support of configuration changes at any time.  To prepare for a CDMD-OA Database Audit, the TYCOM will request that ships force be made available during the audit to assist the SVT in gaining access to secured areas and in providing the audit confirmation message.  During the audit, the TYCOM may act as Chairperson or Co-Chairperson.


The SPM is responsible for the execution of logistics support as required by the Fleet Modernization Program (FMP) Manual SL720‑AA‑MAN‑0l0, Section 8, Appendix F.  This includes ensuring accurate configuration and logistics support records for assigned ship classes, through oversight of the CDM.  The SPM may be Chairperson or Co‑Chairperson during a CDMD-OA Audit.


The CDM responsibilities during a CDMD-OA Audit are to coordinate schedules with the TYCOM, SVT, and ship; remove transaction backlogs; issue audit request messages; provide the CDM database for query.  The CDM will print the database extract and the subsequent database update no later than one week before the audit to allow time for the pre‑validation process.  The CDM will assist the Chairperson in conducting the audit.

4.8.4  Audit Roles

The Audit Team usually has representatives from the TYCOM, NAVSEA (SPM or NAVSEA 04L5), the CDM, ship's force, and the SVT:


The Audit Team ‑
Is responsible for validating equipment from the pre‑printed VALAIDs, selecting on board equipment via hand written VALAIDs, and evaluating them for correctness.


Audit Chairman ‑
TYCOM and/or NAVSEA representative is responsible for all phases of conducting the audit including evaluating the records and publishing of audit results (report & message) and if necessary, accepting proposed corrective action.


Audit Coordinator ‑
CDM representative is responsible for SVT Scheduling, clearing transaction backlogs, providing essential material.


Audit Group Lead -
Validation Team Leader is responsible for assigning validation groups, distributing/counting VALAIDs, ensuring accurate validations are performed.


Validation Group ‑
Each group consists of SVT validators by discipline (HM&E, ELEX or ORD).



Ships Force ‑
Assist as needed to locate shipboard items or gain access to secured areas.


The following is an example of a SCLSI Audit process:


‑ NAVSEA 04L5/SPM/TYCOM/CDM identify candidate(s)


‑ CDM/TYCOM/SVT schedule window(s) of opportunity


- CDM clears transaction backlog


‑ CDM pre‑prints VALAIDS (using random selection program)


- SVT sorts and counts VALAIDs by equipment discipline


‑ SVT further sorts VALAIDs by equipment location


‑ Team assembles, conducts pre‑brief, starts validation


‑ NAVSEA 04TD/SPM/TYCOM evaluate VALAIDS (see Appendix 10)


‑ CDM defend/research defects/hits


‑ SVT re‑check VALAIDS which remain suspect


‑ TYCOM/SPM tally results (via audit system software)


‑ CDM propose corrective action, if necessary


‑ TYCOM/SPM accept/reject proposed corrective action


‑ SPM/TYCOM conduct out-brief via Audit Report


- TYCOM/SPM issue audit results via Naval Message


- TYCOM/SPC forward audit system software file to NAVSEA


  O4L5 for trend analysis

4.8.5  Use of Audit Results

The  CDMD-OA audit will give quantitative results to

be used in trend analysis.  Trend analysis of audit results may

better define problem areas during an availability or operating

cycle.  The audit results will be used to measure the CDMD-OA

program effectiveness.

4.8.6  Audit Final Report

The CDM will compile detailed statistics for each completed audit and report the results using the format provided in Appendix A, Section 5.9 as a guide.


The final audit report will be issued during the out‑brief with the ship.  This report will be generated by the Chairperson using software provided by NAVSEA 04L5.  The software allows automated computation of results, generation of the audit report, ensures duplicate records or equipment are not reported or audited, and captures the data required for use in trend analysis.  Audit results will be issued via Naval Message by the Chairperson and addressed to all concerned.

4.9  SNAP FUNCTIONALITY TEST


The SNAP Functionality Test evaluates a CDMD-OA extract file against criteria in this specification and other NAVSEA requirements.  It ascertains both qualitative and quantitative measures of CDMD-OA data emphasizing its usefulness as seen by a SNAP OMMS user.  The three-tiered test is performed on different data elements (see Appendix A for more details).  The test results reflect the completeness and accuracy of certain CDMD-OA data for a particular ship and the results are stored in a history file for future trend analysis.

4.10  PRE-DEPLOYMENT VALIDATION CANDIDATE LIST (VCL) BASED               VALIDATION


The CDM develops a Validation Candidate List (VCL) using the utility program that selects equipment validation candidates by selecting documented ship configuration ADDs (primarily), DELETEs, and, to a lesser extent, CHANGEs accumulated from all sources, including Class Standard Database comparisons, ASI Trend Analysis, COSAL Feedback Reports, planning data from ISEAs and Planning Yards, DRS results, and Ships 3-M CASREPT data.

PRIVATE 
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CDMD-OA requires information to be managed as Configuration Status Accounting data or Technical/Logistics Support data. The Technical/Logistics Support data is further divided into Supply Support; Planned Maintenance (Organizational, Intermediate, and Depot Level Maintenance Plans); Technical Manuals and Repair Plans; Technical Repair Standards; Technical Characteristics Data; Test, Measuring, and Diagnostic Equipment; Drawings; etc.

5.2  CDMD-OA DATA STRUCTURE


The CDMD-OA data elements exist in six record types (see (a) through (f) below) and are divided into five logical groups (see (b) through (f) below), all together constituting the SDIF:


a.  Ship Unique Data, Record Type 1 (header data, including ship type and hull number, UIC, ship status, etc.).


b.  System and Equipment Configuration Data, Record Type 2 (functional and physical identification values).


c.  Logistics Support Data, Record Type 3 (logistics support data related to a ship, system, or equipment).  


d.  Alteration Data, Record Types 4 (identify alterations to individual configuration items, Record Types 2).


e.  Narrative and General data, Record Type 5 (technical information; not stored in the CDMD-OA).


Section 3, Part B of this specification is the CDMD-OA Data Element Dictionary defining each SCLSIS data element.
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The CDMD-OA is structured so users can conveniently find information through a clear and functional system to subsystem to equipment to component relationship known as the Hierarchical Structure Code (HSC).


For new acquisition ships, the HSC is based on the Expanded Ship Work Breakdown Structure (ESWBS).  The ESWBS is included on component and material lists, all selected record drawings and documentation, WSF records, and any other documentation delivered to the ship or CDM.  (For New Ship Class Acquisition Programs, see references 2.5 and 2.6).


The HSC results from the top‑down breakdown numbering system that defines the hierarchical struc​ture of the configuration of the ship and its systems.  The HSC is consistent with documentation concerning the ship, in particular, the ship's selected record drawings, configuration control drawings, and class "boundary book".  The HSC is a key reference number used in planning all levels of maintenance, managing logistics support, organizing technical documentation, and performing design work throughout the life of the ship.


Logistics support data shows the correct revision or change that applies to the specific configuration of the equipment (e.g., it includes technical manual revisions and changes that apply to the specific alteration configuration of the equipment).

PRIVATE 
5.4  SCLSIS SYSTEM INTERFACEStc  \l 3 "5.4  SCLSIS SYSTEM INTERFACES"

The following subsections describe the data form used between the various CDMD-OA activities and the basic requirements to perform these data transfer interfaces.  


In general, data is telecommunicated throughout CDMD-OA using the Standard Data Interface Format (SDIF).  SDIF was developed to accommodate the need for a standard format for transferring SCLSIS data between all of the SCLSIS activities.  Section 4 of Part B defines the SDIF transmission format details to be followed by all SCLSIS participants.  The following general statements can be made concerning data transmission requirements:


a.  CDMs and other CDMD-OA participants use the SDIF format to exchange ship's configuration and logistics support data.


b.  CDMs submit data in SDIF to update the CDMD-OA.


c.  The sequenced ASI and the Un-sequenced ASI (UASI) transmissions input data into the SNAP database.


d.  All CDMD-OA activities have access to the Record Identification Number (RIN).  The RIN, in conjunction with the Unit Identification Code (UIC), is the primary key combination used in the CDMD-OA to link the record types, (i.e., to link the alteration status and logistics support information to the applicable configuration record).

PRIVATE 
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The CDMD-OA Data Element Matrix was developed to be used as guidance for determining responsibility for configuration and alteration information provided to the CDM.  This matrix does not detract from, nor alter, the responsibilities of the CDM for the accuracy and timely update of the data in the CDMD-OA, nor does it alter the responsibilities of the Fleet to report configuration and usage information via the Ships 3-M System.


Specific information is reasonably and logically expected to be available to different activities at different times during a ship's life cycle.  Planning Yards should know the ESWBS, the Equipment Functional Description (EFD) and the Location (LOC) of planned alterations.  ISEAs should be able to provide the Field Change/ORDALT Number, Code/Mark/Mod, and APL Numbers for their cognizant equipment.  Equipment Serial Number (ESN) and Logistic Support Documentation (LSD) for HM&E or CFE, etc. may not be available to the planning activities and must be obtained elsewhere.


Before a ship availability occurs, planning information is provided primarily by two activities: (1) the Planning Yard and (2) the equipment ISEA.  The ship's alteration planning data, as authorized by the ship's SPM, is tasked and funded by the SPM, usually to the PY, and provided to the CDM as COP.  ISEA planning data may not always be associated with a specific availability; however, the data is provided to the CDM before the configuration or logistics support data changes are accomplished.  


During an availability, the NSA provides the Installation Reports (IR) to the CDM as the SHIPALTS are accomplished.  One purpose of the IRs is to provide missing information (e.g., ESN, HM&E APL Number) to the CDM, as well as to confirm that the configuration change was completed.  The ILO Teams analyze the configuration and logistics support data in the ship's existing records.  It is during this period that sight validations of equipment (inaccessible or lagged during the operating cycle) is performed; data not available to an activity prior to this time is provided to the CDM for correcting and updating the CDMD-OA.  During this same period, the ILO Team corrects and updates the ship's SNAP database.


During a ship's operating cycle, CDMD-OA Validation Teams (SVT) provide marked-up VALAIDs to the CDM based on sight validation of equipment and verified against the configuration records in the CDMD-OA.  Sight validations will resolve discrepancies and "re-synchronize" the CDMD-OA and the SNAP database.


The Fleet provides feedback to the CDM on configuration and logistics support changes occurring during the operating cycle, (e.g., those resulting from AIT visits) and reported via the Ships 3-M System.

     The following CDMD-OA Data Element Responsibility Matrix may be used by the SPM as guidance in identifying specific data and data elements that they wish to task the Planning Yards to provide during COP or to task the NSA's to provide in the IRs.  Life Cycle Managers should instruct the ISEAs to forward specific information as part of their CDMD-OA interface responsibilities. 

   A 1991 policy statement levied the requirement for a COP Evaluation/Problem Report from the CDMs to the SPMs.


The matrix on the next page should assist the CDMs in assessing the quantity and quality of the planning data for that reporting requirement.  Use the following legend to identify the letter codes in the matrix:
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O
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M
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M
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O
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M
M4
 
M
M
M4
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O
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M
M
M
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O
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M
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M
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M
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M
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6.  QUALITY ASSURANCE
6.1  QUALITY REVIEWS


The data quality shall be reviewed as follows:


a.  Installing activity review of all input data (includes ships in the acquisition phase) when reporting changes.


b.  Processing check by shipbuilder or Planning Yard (PY) to ensure that the CDMD-OA output matches the input.


c.  Reconciliation Validation of the CDMD-OA output for acquisition phase ships and those that did not get an acceptable baseline validation during the acquisition period.


d.  CQR performed during a scheduled ship availability.


e.  Maintenance validations performed during ship's life.

PRIVATE 
6.1.1  Levels of Quality Reviewtc  \l 4 "6.1.1  Levels of Quality Review"

The quality review level depends on the situation and the equipment criticality; the review levels are defined as follows:


a.  "Validation":



This is a full validation that includes the requirements of "Ship check Only" and "Record Verification Only" described below.


b.  "Ship check Only":



Compare the CDMD-OA data with the applicable Selected Record Drawing or Configuration Control Drawing and then sight the component on the ship.


c.  "Record Verification Only":



Compare the data in the CDMD-OA with independent records, files, drawings, lists, etc.;  correct all errors.  No shipboard sighting requirements.


d.  "Submitted Without Quality Review":



Any Quality Review that does not meet any of the requirements of (a), (b), or (c) above.

PRIVATE 
6.1.2  Quality Review Requirementstc  \l 4 "6.1.2  Quality Review Requirements"
PRIVATE 
6.1.2.1  Ships in Acquisition Phasetc  \l 5 "6.1.2.1  Ships in Acquisition Phase"

The shipbuilder shall establish, document, and follow  procedures that ensure input data is accurate and complete before input to the CDMD-OA.  Since the shipbuilder performs a Baseline Validation, the review of input data need not meet requirements for the levels of quality review defined above.


During the Acquisition Phase, the Shipbuilder may submit transactions to a temporary Acquisition CDM, who builds the CDMD-OA with SDIF transactions produced from certified software.

PRIVATE 
6.1.2.2  Maintenance Validation During Alteration Accomplishmenttc  \l 5 "6.1.2.2  Maintenance Validation During Alteration Accomplishment"

The activity that installs, removes, or alters any item on the ship shall "Validate" (see above) all data before sending it to the CDM.  The validation must be performed after alteration accomplishment but while the equipment is still accessible.

PRIVATE 
6.1.2.3  CDM Processing Checktc  \l 5 "6.1.2.3  CDM Processing Check"

The following processing check is performed on critical HM&E, Combat Systems, and SPAWAR configuration data records entered into the d CDMD-OA.  This processing check is performed by the shipbuilder or CDM during the ship acquisition phase and by the CDM for ships in the operational phase. 


Transactions are randomly selected and analyzed in accordance with the guidelines and techniques in MILSTD-105.  The specific criteria (e.g., accuracy percentage and corresponding confidence level) for use with MILSTD-105 is provided for each ship class and CDM by NAVSEA 04L5 in conjunction with the SPM.  The processing checks occur two weeks after the transaction batch has been processed into the CDMD-OA.  Periodically, full CDMD-OA checks are made during an ILO. 


The CDM reviews the CDMD-OA records for the selected items to ensure that the transactions are correctly processed and that no existing data is incorrectly changed.


If the percentage of processing errors detected are above a specified range, then all records processed in that transaction batch are reviewed for similar errors.  If the errors occurred due to problems in the CDM submitted transaction, each error is corrected by the CDM and the results of the processing checked to ensure that all of the errors are detected and corrected.  If the errors occurred due to problems in the CDMD computer, the CDM also notifies NAVSUP, NAVSEA SPM, and NAVSEA 04L5.  


The CDM (or shipbuilder/CDM for ships in the acquisition phase) maintains statistics on the processing errors, analyzes them periodically to detect problems with systems or procedures and takes action to correct the problems.

PRIVATE 
6.1.2.4  Réconciliation & Baseline Validationstc  \l 5 "6.1.2.4  Reconciliation & Baseline Validations"

A Reconciliation Validation is conducted to correct known discrepancies between the CDMD-OA and the ship's database.


The extent and level of Baseline Validations may vary from class to class, based on the completeness and accuracy of the  CDMD-OA before the validations, and on the extent and quality of information independent of the CDMD-OA, such as drawings and other files/records.  A validation is conducted for every ship to a specified level, as determined by the SPM and SEA 04L5.  The validation includes: 


a.  SPAWAR equipment, ("equipment" includes systems, subsystems, equipment, and components);


b.  Combat Systems equipment;


c.  Critical HM&E equipment.


Reconciliation and Baseline Validations shall meet the requirements of a full "Validation" or a "Record Verification Only" in accordance with section 6.1.1.  The same level of validation need not be applied to all technical disciplines.  For example, SPAWAR equipment may be fully "Validated" while Combat Systems and critical HM&E equipment receive only a Record Verification.  The necessary extent and level of validations for a particular class of ships shall be determined by performing a full "Validation" on a substantial portion of all equipment from each technical discipline for the first ship validation.  This validation is performed after the WSF is structured based on the available documentation.  If the validation results indicate that a "Record Verification Only" produces a satisfactory CDMD-OA in certain technical disciplines (SPAWAR, Combat Systems, critical HM&E), then a full "Validation" is unnecessary for those technical disciplines.  It may be necessary to validate more than one ship to determine the extent and level of validation required for the remainder of the class.

PRIVATE 

6.1.2.5  Configuration Quality Review (CQR) Process
6.1.2.5  Configuration Quality Review (CQR) Process"


The CQR is usually performed for ship availabilities.  Its purpose is to ensure that allowance documentation reflects, as accurately as possible, the end of the availability configuration that is to be supported throughout the follow-on operating period.  The CQR meeting provides an opportunity for key CDMD-OA participants to jointly verify data that will be the basis for the ships allowance.  The process utilizes information provided by Ships Force, the TYCOM, the ILO Team, the NSA, ISEAs, NAVSEA, the CDM, the PY, the PERA, and NAVICP.  With NAVSEA approval, the cognizant CDM coordinates and hosts the CQR meeting.


a.  Before the beginning of the CQR process, the CDM schedules the SNAP database for a VO6DAIL pre-COSAL diagnostics program run at NAVICP.  This diagnostics program will identify anomalies such as blank/imbalanced DOVC/ISC; alpha vice numeric MCCs, quantities greater than 99; HSCs beginning with other than "1" through "7" series, etc.  The error listing generated by this program run assists the CDM in correcting the SNAP database before occurrence of the reconciliation of the CDMD-OA with the SNAP database.


b.  The CDM schedules the ship's validation before start of the COP submission process.  Time frames cited below for pre-availability validations and the resulting CDMD-OA updates are flexible.  Validations are performed at ship's convenience.


c.  At A-15, the CDM ensures that all IR data from the previous availability have been entered into the CDMD-OA.  The CDM then requests a copy of the EQU and Suspense files from the ship.  This copy is compared with the CDMD-OA and Validation Aids (VALAID) are then produced for discrepancies that cannot be resolved.  During the validation the CDM provides an on-site representative who directs the technical work effort.

CDMD-AO


d.  At A-13 to A-12, the CDM updates the database with the validation results. CDMD-OA Before any ISEA or COP planning data is introduced into the database, the ship configuration database and the CDM database are reconciled.  The database updates from the reconciliation and validation are short cycled back to the ship.  The comparison and validation effort should be accomplished early enough to allow the CDM to give the PY a reconciled database before the beginning of COP.


e.  At A-13, the ISEA will begin planning data submission to the CDM for planned system alterations that are to be accomplishment during the scheduled availability.  ISEA planning data should be reviewed by system, equipment, field change, and ORDALT, against the COP data submitted by the PY.  All APLs and Preliminary Allowance Lists (PAL) should be reviewed for support.  Although "Bald APLs" are not acceptable, they may be used, with NAVSEA approval, until the equipment/alteration is fully provisioned.  The CDM will notify the SPM immediately if an equipment seems to be supported by an Allowance Appendix Page (AAP) or a "bald APL."


f.  At A-12, the CDM ensures that he has received a copy of the SPM Authorization Letter.  The CDM ensures that he is on distribution for all Overhaul Work Packages and Availability Design Status Packages.  The CDM reviews all documentation to determine applicability of ISEA-submitted data.  Discrepancies in ISEA planning data submitted earlier and planning data described in the Authorization Letter are reconciled by the CDM.  If the planning documentation received by the CDM lists an alteration for which an ISEA has not submitted early planning data, the CDM will contact the ISEA and reconcile the differences.


g.  At A-12, the CDM ensures that all TYCOM SHIPALT configuration changes (D & F SHIPALT List) have been received and that the CDM is on distribution.  


h.  At A-12, the PY issues a COP Milestone Plan.  If required by the SPM, the CDM prepares an Availability Management Plan based on this Milestone Plan and the Authorization Letter.  The CDM provides a copy of the reconciled SNAP/CDMD-OA to the PY.  If the PY and the CDM are the same activity, the Availability Management Plan can be incorporated into the COP Milestone Plan.  If the CDM is remote from the PY, the Availability Management Plan should be prepared by the CDM; the plan should contain such items as impacts on the CDMD-OA integrity from unfunded or under-funded COP; complexity/length of the availability; general quality status of the CDMD-OA based on recent audits.  The plan should make a recommendation and provide rationale whether to hold a CQR meeting.


i.  From A-12 to A-8, the PY provides the bulk of the COP data to the CDM, who then updates the  CDMD-OA.


j.  By A-7, the SPM determines the need for a formal CQR meeting and then notifies all concerned.  Participants must arrange to have all required aids, listings, and other products available at the meeting site.  Participation is to be considered mission funded by the activity providing attendees.


The SPM may assign alternate activities to perform certain functions for the PY, CDM, or NSA, including the CQR process.  Policy does not prohibit this procedure if the purposes of the process are fulfilled (i.e., that the ship leaves its availability with full supply and technical support and a COSAL/SNAP database that properly reflects the post-availability ship configuration).


k.  At A-6 to A-4, the CDM coordinates and chairs the CQR meeting determining its time, place, participants, and duration.  The purpose of this meeting is to review the CDMD-OA and the planning data to ensure that the database is as accurate as possible before the COSAL/E52 ILO Draw down of SOA products.  The scope of the meeting can vary, depending on the complexity of the planned alterations, the time lapse between the last database audit and the CQR meeting, etc.  At the CQR meeting, planned ADDs and DELETEs that were submitted as PY COP are checked against the Authorization Letter(s) and against the CDMD-OA to ensure that the alterations are authorized and have not been accomplished outside of the availabilities (i.e., by AITs or at IMAs).  All APLs and PALs should be checked for applicability and supply support.  APL/AINAC Lists provide the allowance support code (e.g., the Logistics Support Status Code) indicating the degree and method of support for the APL.  Planning data APLs should be checked against this list to identify any non supporting APLs that planning activities have identified as applicable to planned ADDs.  Note that there are "AA" support coded APLs in the system that are non-supported.  Review any APL number that has been changed or superseded since the initial alteration accomplishment, and check any APL number that differs from the early SPM Long Range Plan documentation.


The CDM lists discrepant items that cannot be reconciled during the meeting.  The CDM is also responsible for maintaining and publishing the CQR minutes that assign corrective actions, etc.  The CDM reports non supply supported APLs (bald APLs) to the planning activity for resolution and reports other unresolved items to the SPM as soon as possible.



(1) CQR Process Checklist



As part of CQR, the CDM uses any technical data or sources necessary to research planning information to ensure accurate update of the CDMD-OA.  The CDM should use the check lists below to enhance the CQR. 




(2) CQR Process for Funded COP Availabilities




(a) Check for COP funding approval by the SPM.  Contact the PY early to establish an interface.




(b) Contact the SPM to ensure that copies of all pertinent correspondence have been forwarded.




(c)  Identify all appropriate ISEA's and contact them early in the pre-availability cycle.  Planning data should begin to arrive by A-13/A-12.  If planning data has not arrived by A-10 (and contact does not elicit cooperation), the SPM should be notified for corrective action.  The SPM should be provided with status reports of all deficient ISEA planning data.  Unresolved differences should be a subject of the CQR meeting.  Configuration files maintained by PERA/SUBMEPP are good sources for identifying configuration and logistics support deficiencies.  These files have substantial configuration and logistics support information.




(d) Track COP data receipt from the PY.  The COP Milestone Plan should require that the bulk of COP data is to be submitted to the CDM by A-8, and 100% by A-5.  Alert the SPM if COP data is not being submitted in accordance with the COP Milestone Plan.  Work closely with the PY to ensure that the COP data is complete and correct.  Report any irresolvable problems to the SPM immediately to allow time for corrective action.




(e) Check the APLs and RICs submitted through COP ISEA planning data for repair parts support.  Report "bald APLs" that drive no repair parts immediately to the SPM in order to begin the PAL process.




(f) Submit all configuration updates to the CDMD-OA no later than A-6 in order to have updated products at the CQR meeting. Ensure that participants are notified promptly of the meeting time and place. 




(g) Ensure that all configuration updates (validation results and planning data) have been submitted to the CDMD-OA no later than A-4.  



3) QR Procedures for Unfunded Cop Availabilities




NAVSEA policy is that the SPM funds COP for all availabilities resulting in SHIPALTS that affect ship configuration or logistics support.  The SPM may not always be able to adhere to this policy because of available funds.  For conducting CQR procedures when COP is not funded, in addition to the technical research required to build planning data records, use the following guidelines:




(a) Early receipt of all planning documentation is imperative.    




(b) Request LCM POCs from the SPM for all equipment that requires support.




(c) Early contact with the PY is critical.  Funding requirements for copies of drawings and other technical information needed to build planning configuration files should be forwarded to the SPM.




(d) The CDM relies on the NSA for the installation data to a greater extent than when COP is funded.  Early contact with the NSA is critical.  The CDM should know exactly what the SPM has funded the NSA to provide in the way of COSAL update services.  The COSAL update service and the ILO feedback provide the only sources of installation data available to the CDM.  




(e) Research/identify RICs for equipment requiring supply support.  If unable to identify, notify the SPM as early as possible for action.

PRIVATE 
6.1.2.6  File Maintenance Validationstc  \l 5 "6.1.2.6  File Maintenance Validations"

The CDM shall identify and initiate validation procedures (see Section 6.3.5) for those items that:


a.  Have been altered since the last validation;


b.  Have indicated a file error since the last validation.


Critical HM&E items that fall into one of the above categories shall be validated as follows:  


a.  If the item was checked because it was altered, and the installing activity performed a full validation, then a "ship​check only" is required; if otherwise, a full "validation" is required (see Section 6.3.5).


b.  At least twenty‑five percent of the critical HM&E equipment shall be randomly selected and reviewed to the "ship check only" level.  The random selection shall be controlled so that all critical HM&E equipment is ship checked every fourth maintenance validation.  If the "ship check only" uncovers an error, the item shall be fully validated (see Section 6.3.5).


Items not critical HM&E, but falling into one of the above categories, shall be "ship checked only."  If the shi check shows an error, the item shall be fully validated (see Section 6.3.5).


Changes resulting from any maintenance validation shall be processed into the CDMD-OA one month after the ship check.


The CDM shall maintain statistics relating to procedures and personnel performance, analyze those statistics, and take action to correct any problems.


A 1991 policy statement levied the requirement for a COP Evaluation/Problem Report from the CDMs to the SPMs.  The matrix in Section 5.5 should assist the CDM in assessing the quantity and quality of the planning data for that reporting requirement.

PRIVATE 

6.1.2.7  Validation Request Procedures
6.1.2.7  Validation Request Procedures"


The CDM is required to make equipment validation requirements known to NAVSEA 04L5 by formally requesting a validation.  The CDM or requestor of a validation submits the request via the SCLSIS E-Mail Request Form (see Appendix 10 for details).

6.1.2.8  Audit Trail


All activities that perform validation shall maintain an audit trail of validation results until the activity confirms that the results are accurately recorded in the CDMD-OA.

PRIVATE 
6.2  SCLSIS DATA ELEMENTS CONCERNING DATA QUALITYtc  \l 3 "6.2  SCLSIS DATA ELEMENTS CONCERNING DATA QUALITY"

The data element fields related to data quality are as follows:


DOVC

Data Originator/Validation Code


VSAC

Validation Source/Action Code


RNV

Reason Not Validated


RPTG ACT
Configuration Reporting Activity


RPTG ID
Configuration Reporter's Initials


RPTG DATE
Configuration Reporting Date


The above data element fields show the source of the data on the record, who checked the data quality, when the most recent quality check was made, and the level of the quality check performed.  These fields are in the Type 2 configuration record for every component in the CDMD-OA; some of the entries may also apply to the associated logistics support data and to the alteration data.  Configuration Reporting Activity, Initials, and Date entries on a Record Type 4 may differ from its parent Record Type 2 entries.


Entries in these data fields is mandatory.  General rules and requirements are explained below.  See the Data Element Dictionary, Part B of this technical specification, for details.


The originator of a transaction that reports a configuration change (i.e., a Record Type 2 ADD, CHANGE, or DELETE) enters the DOVC.  Although the transaction is reviewed by other activities, the DOVC is not changed, except as noted below.


VSAC identifies the type of activity that checked the record quality and the level of the quality check.  The VSAC is provided by the originator when reporting the installation of an equipment (i.e., every configuration item record must have a VSAC when it is originated).  When a record is checked, the VSAC is changed to indicate who did the checking and the level of quality review.


If a quality review is less than a full validation or ship check, the Reason Not Validated field must have an entry.


The Configuration Reporting Activity, Reporter's Initials, and Reporting Date data fields indicate who performed the latest quality check of a record and when.  The originator of a configuration or alteration record transaction completes the three entries; this includes CDMs who per CDMD-OA form a quality review before entering the transaction into the database.  If a transaction is entered into the CDMD-OA with no changes, the three fields are not changed.  After the data is in the CDMD-OA the three fields are updated when a CQR is performed on that data, even if the data is unchanged.

PRIVATE 
6.3  TYPES OF VALIDATIONStc  \l 3 "6.3  TYPES OF VALIDATIONS"

Several categories of validations involve varying levels of effort and specific timing requirements for execution. The application of the following basic categories is discussed in detailed sections of this specification: 


a.  Ship Baseline Validations.  Three-way comparisons among the configuration file records, ships drawings, and the installed hardware to establish the Class Standard Data Base (CSDB) for configuration and logistics support information.


b.  Equipment/System Baseline Validations.  Validations of lesser scope than Baseline or Pre-Availability Validations, focusing on specific systems or equipment.


c.  Pre-Availability Validations.  Full ship validations performed on a ship scheduled for availability is performed at A-24 to A-16 or in phases during long availabilities.


d.  Availability Validation.  Verification of configuration and logistics support data reported for new installations.


e.  Validation Candidate List (VCL) Based Validation.  This validation is based on a utility program that selects equipment validation candidates using documented ship configuration ADDs (primarily), DELETEs, and, to a lesser extent, CHANGEs accumulated from all sources.


f.  SNAP/CDM Database Reconciliation System (DRS) Validation.  To recover from a suspected out-of-synchronization condition, the DRS has been implemented to resolve discrepancies between the SNAP and CDMD-OA’s for a given ship.

6.3.1  Ship Baseline Validations

The Baseline Validation is applied to the first ship of a class implemented under CDMD-OA to produce the first CSDB.  When the accuracy of the CSDB is proven, and as subsequent ships of the class are initialized into CDMD-OA, the Baseline Validation will consist of applying the CSDB to upgrade that ship's database and to identify candidates for audit and Correction Validation.  This effort is linked with logistics support outfitting of ships during industrial availabilities in the Integrated Logistics Overhaul (ILO) process.  Accuracy of repair parts, technical manuals, PMS and other logistics support products and information delivered to a ship is influenced by the Baseline Validation.  When possible, the Baseline Validation should be conducted in conjunction with the ILO process.


The Baseline Validation includes a ship check of equipment configuration and alteration status.  It also includes complete identification and verification of all logistics support, with applicable revisions.  Time and resource availability may necessitate a phased approach to Baseline Validation.  As a minimum, the Baseline Validation must encompass validation of configuration of equipment, including alteration status, for critical equipment defined in Appendix A.  Next in priority is verification of critical equipment logistics support information.  The minimum requirement for noncritical equipment is that they be validated whenever inaccurate data appears in the ship's file. 

6.3.2  Equipment/Systems Baseline Validations

These are validations of a lesser scope than Ship Baseline or Pre-Availability Validations.  They focus on specific systems or equipment and include Window of Opportunity (WOO) validations.  The LCM/ISEAs and the installing activities, such as Naval Supervisory Activities (NSAs), Alteration Installation Teams (AIT), and other activities that modify the ship configuration, are responsible for conducting some of these equipment/system installation validations to verify configuration and logistics support data.  WOO validations are special equipment/systems validations that are requested by a CDM, ILO, or ship.

6.3.3  Pre-Availability Validations

The breadth and depth of Pre-Availability Validations are considered on a case basis by the SPM.


Historically, this is a full ship validation performed when related to an availability (see Appendix A for full details).  The audit normally validates 100% of installed ordnance, electronics, critical HM&E, and other noncritical HM&E hardware that is expected to be impacted by alterations accomplished during the availability.  Equipment shown as deleted during the ship deployment is validated to preclude erroneously removing supply support off the ship during the availability.

6.3.4  Availability Validations

The LCM/ISEAs and the installing activities, such as Naval Supervisory Activities (NSAs), Alteration Installation Teams (AIT), and other activities that modify the ship configuration, are responsible for conducting Installation Validations to verify configuration and logistics support data being reported for configuration item installations.  These validations achieve accurate ship configuration and logistics data.  Successful validations reduce the resources required for the SCLSIS process.

6.3.5  Validation Candidate List (VCL) Based Validations

The CDM is responsible for developing a Validation Candidate List (VCL).  The VCL is a selection of equipment validation candidates from documented ship configuration ADDs (primarily), DELETEs, and, to a lesser extent, CHANGEs accumulated from all sources, including Class Standard Database comparisons, ASI Trend Analysis, COSAL Feedback Reports, planning data from ISEAs and PYs, Data Reconciliation System (DRS) results, and Ships 3-M CASREPT data.


Post-availability validations check all ADDs to the ship in order that proper supply support for the installed equipment is on board before ship deployment.


The equipment shown as DELETEs in the VCL will be especially important to supply personnel during the ship pre-availability phase; a planned equipment deletion must be validated to prevent its supply support being removed from the ship unnecessarily.

6.3.6  SNAP/CDM Database Reconciliation System (DRS) Validations

All configuration changes reported by SNAP OMMS ships are sent up-line for processing into CDMD-OA; all changes to CDMD are sent to the ship to update the SNAP database.  This reporting and feedback process is intended to keep SNAP and CDMD synchronized for effective database management.  Disruptions in the complex data flow amongst the many SCLSIS activities can adversely affect the desired synchronization.  To recover from a suspected out-of-synchronization condition, the Data Reconciliation System (DRS) has been implemented to resolve discrepancies between the SNAP and CDMD for a given ship (see Appendix A for additional details).  Discrepancies that result from a DRS validation are further validated and the databases corrected.  A DRS process is normally accomplished 12 to 15 months before an availability.

6.4  TYPES OF AUDITS & TESTS

6.4.1  CDMD-OA Audits

The CDMD-OA Audit measures the success of the SCLSIS process by determining, statistically, the quality level of the configuration data in CDMD-OA.  The audit is accomplished by a ship check of equipment configuration using CDM-furnished, randomly selected, equipment VALAIDs.  Equipment deleted during deployment is validated to preclude errors in removing supply support from the ship during future availabilities.  The audit ensures CDMD-OA quality for a ship before its next availability (see Appendix A for details).

6.4.2  SNAP Functionality Test


The SNAP Functionality Test evaluates a CDMD-OA extract file against criteria in this specification and other NAVSEA requirements.  It ascertains both qualitative and quantitative measures of CDMD-OA data emphasizing its usefulness as seen by a SNAP OMMS user.  The three-tiered test is performed on different data elements (see Appendix A for more details).  The test results reflect the completeness and accuracy of certain CDMD data for a particular ship and the results are stored in a history file for future trend analysis.

6.5  VALIDATION & AUDIT RESOURCES


NAVSEA 04TL5 and the NAVSEA SPM are responsible for establishing and managing resources to conduct audits and validations.  If such resources do not exist at the CDM, the Central CDMD-OA Coastal Schedulers at the Naval Sea Support Centers can coordinate with the CDMs to provide SCLSIS Validation Teams (SVTs); an SVT comprises configuration status accounting technicians who conduct engineered validations of shipboard Electronics (ELEX), Hull, Mechanical and Electrical (HM&E), and Combat Systems (CS) in support of the Fleet Modernization Program (FMP); SVTs conduct Pre-Availability Audits, Baseline Validations, Database Reconciliation Validations, and Post-Availability Audits.  CDMs provide necessary information to the SVTs to conduct audits and validations.  Although SVTs are CDM representatives, CDMs are responsible for the data accuracy.
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Documents referencing this specification shall cite:


a.  Number, revision, and date of this specification.


b.  Exceptions/additions to this specification must be approved by NAVSEA 04L5.
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Submit recommended changes to this technical specification to NAVSEA 04L5.  NAVSEA 04L5 reviews proposed changes with cognizant activities and, upon its approval, directs that the change be incorporated.


Changes to this specification promulgated by NAVSEA 04L5 are formal and sequentially numbered (e.g., the first change is "9090‑700B‑01").  Changes are issued as replacement pages with the changes shaded for easy reference.  Revisions are lettered sequentially (e.g., "9090‑700C" for the next revision) and are issued as a complete replacement.
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